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1. System Requirements

To create the network system, make sure all the devices (switch, router, firewall, etc.) are configured in such a way as to allow the passage of multicast messages the device
sends on IP. We recommend you involve an IT manager to make sure the KNX/By-me system can operate in the IP solution of the connections.

2. Product description

The By-me/KNX router enables communication between parts of a system comprising By-me devices, grouped together within an “island”, with a system comprising KNX
devices. The messages are transmitted in both directions according to criteria which define the correspondence of the communication objects belonging to the specific
domains. The router allows up to 500 routing rules. Each rule is specified by the By-me group address, by the KNX address, by the direction of communication (from KNX
to By-me; from By-me to KNX; both) and by the type of information exchanged (1 bit, 2 bit, ...).

The device is equipped with a TP terminal for connection to the By-me BUS, an Ethernet connector and a front push button for configuration via ETS. The power supply is
provided by the By-me BUS.

Router 01507 conforms to the KNX Secure requirements on the datapoints defined in the routing table. A datapoint on the KNX side can be defined for the heartbeat signal.

2.1 Front view of the device

A: Ethernet KNX over IP line connector
—A B: Ethernet KNX over IP line status LED
/ C: By-me BUS line status LED

D: Traffic on Ethernet KNX over IP line LED

VIMAR 01507 E: Traffic on By-me BUS line LED

. ROUTER By-me KNX IP F: GA LED

sl O c G: PALED

P P H: Push button not used

D
- wied O E I: Configuration LED

GAC) (O G L: Configuration push button

M: By-ME BUS line
@XQ KNX

Program BUS | H

00 4 -

—©
z——@@

1@

Ll

2.2  LED indications

Green Red

Ethernet KNX over IP line status LED (B)
By-me BUS line status LED (C)
Ethernet KNX over IP line traffic LED (D)
Traffic on By-me BUS line LED (E)

ON: Correct operation ON: Device factory reset

ON: Data traffic presence -

GA LED (F)
- ON: Device not configured
PA LED (G)
Configuration LED (l) - ON: Device in the configuration phase
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2.3  Commissioning
For commissioning with the default settings, keep the following in mind:
® The individual address is 15.15.255
e To activate the security function and Secure Commissioning you will need the device Certificate
e Security function activation requires a specific minimum ETS version number

Ethernet

£

0044270
E
F

Art. 01507 X

VIMAR 01507
ROUTER By-mo KNX IP Serial number:  0072031B45CB
MAC address: D0 76 50 00 57 EC
Sta(eo O

\ Art. 01507
. 5 g E r:'l%__".-i' E. 0072031B45CB

‘ Ir =1 Device certifica
GAO PAO : v

ABZAGG-2BZK
54SHGN-OIPIXZ
moexO ar : [=]

RRPF6Z-A5GES

S

Program BU
00 . .

Qo

~Qlo ]

BUS TP

'/ To launch a secure configuration download, you first need to activate the Secure Commissioning in the ETS project.

\/ Also read chapter “2.5 Important notes” before operating the device.

2.4 Secure Commissioning

To launch the secure download of the configuration settings and/or individual address, you first need to add the individual Certificate of device 01507 to the ETS project.
To add it, the ETS project must be password-protected.

\/ Secure download is only possible after Secure Commissioning has been activated.
\/ To activate Secure Commissioning you will need the individual Certificate of the device.
\/ Device certificates can only be added to a password-protected ETS project.

If a password has not been set for the project, Secure Commissioning cannot be activated. ETS projects with Secure Commissioning and/or the Security function set to
active always require a project password. If no project password proves to be set when the Security function is activated, ETS prompts you to enter one.
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Set Project Password

To ensure secure communication, you must provide your project
with a password so the stored keys in the project are protected
Select Cancel to use not security at the IP Backbone in this
project

A good password should consist of at least eight characters, at
least one number, one uppercase letter, one lowercase letter
and have a special character

New Password

Confirm Password

Cancel

\/ The individual Certificate of the device is always included with the KNX Secure product. For the product to be configured by the user, make sure you do not lose
the device Certificate (see chapter 2.6 Keeping the device Certificate).

2.5 Important notes

We recommend you attend standardised courses at a certified KNX training centre before installing, programming and commissioning a KNX system. The participant
will gain the necessary expertise and knowledge also for troubleshooting, thanks to practical exercises.

Read this chapter thoroughly before first use and installation:

2.5.1 Installation and commissioning
o |f the device is damaged during storage or transport, repairs must only be carried out by authorised personnel.
¢ Once connected to the By-me bus system, the device works with its default settings.
¢ Warning: do not connect to a 230 V mains power supply. The device is powered by the By-me bus and does not require any additional external power
supply.
¢ The device must be installed and commissioned solely by a qualified electrician or an authorised person.
e For the design and creation of electrical systems, abide by the specifications, guidelines and applicable local regulations in force.
e For configuration, use ETS (or ETS Inside)

2.5.2 Assembly and safety
¢ For assembly, use appropriate equipment, in compliance with [IEC60715.
¢ Installation on 35 mm DIN rail (TH35)
* Do not damage the electrical insulation while making the connections.
¢ Only install in a dry place.

2.5.3 Maintenance
¢ Guarantee accessibility to the device for operation and visual inspection.
¢ Do not open the external casing.
 Protect the device against moisture, dirt and damage.
¢ The device does not require any maintenance.
e |f necessary, you can clean it with a dry cloth.
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2.6 Keeping the device Certificate
The device Certificate is on the label affixed to the side of the casing. To avoid unauthorised access, the device Certificate should be removed from the device once it
has been commissioned. To this end, the label is divided into two parts, one fixed part which remains affixed to the casing (for identification), and the other removable
part (to be kept).

T ]

£

0044270

Art. 01507 X

Serial number: 0072031B45CB
MAC address: D0 76 50 00 57 EC

Art. 01507
0072031B45CB | partto detach

Device certificate:
ABZAGG-2BZKDF

54SHGN-OIPIXZ
RRPF6Z-A5GESR

After adding the device Certificate to the dedicated list in ETS, keep the removed part of the label in a safe place. The list of device Certificates must only include certifi-
cates of KNX Secure devices used for ETS projects. ETS will automatically use the correct certificates for device programming.

To identify the device clearly after the detachable part has been removed, the serial number is printed on both parts of the label, the one you have removed and the one
that remains on the casing.

\/ If you lose the removed part with the device Certificate, it will only be available in the password-protected ETS project.

\/ Caution! If the device Certificate is lost and cannot be retrieved, in other words if the part of the label removed can no longer be found and the project password has
also been lost, the device can no longer be used securely (the Security function will no longer be available for activation). If this is the case the device may only be
used in the non-protected mode, like a “normal” device.

2.7 Summary of functions
* The device Certificate guarantees that only authorised persons may access device 01507.
¢ \When the ETS “Secure Commissioning” function is active, the configuration data are only downloaded in encrypted KNX Data Secure format.
e The device is powered by the By-me bus.
e The firmware can easily be updated from a web browser.
e Router 01507 supports KNXnet/IP, ARP, ICMP, IGMP, HTTP, UPnP discovery, UDP/IP, TCP/IP, DHCP and AutolP.

3. KNXnet/IP

The presence of the Internet protocol (IP) has made the definition of the KNXnet/IP protocol possible. As documented in the specifications of the KNXnet/IP protocol, the
KNX data can be transmitted encapsulated in IP packages.

3.1 Updating the IP firmware

Thanks to the IP bootloader function, the firmware can be updated remotely and the contents of the flash memory can be re-written via an IP connection. This is not a
simple application download. The communication stack and application software are downloaded.

The firmware update procedure via IP can be carried out from the front-end Web of router 01507, which is independent of the ETS and which uses special messages
to speed up the process. In order to protect this process, it uses special encryption.
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4. The KNX Secure protocol

The device is used to activate the “KNX SECURE” data encryption protocol, entering the QR code or the digits in ETS and also creating a password associated to the
project.
N.B.: If the QR code printed on the label is too small, take a photo of it with a smartphone and enlarge it.

The password is mandatory in the following cases:
- when enabling the Secure part of the devices in the project
- when entering the certificate of a Secure device in the project

If the Secure part of a device is disabled, it acts exactly like a device that does not support this protocol.
If you do not wish to enable the Secure part, when importing the device into the project close the Secure request window as described in the following procedure.

1. Add the Secure device to the ETS project.
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2. Ignore the set password request.
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The KNX Secure protocol

3. The device is displayed with the Secure part disabled.

TS ey e T g P B ——— =
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in il P s b (.

Transparent icon = Secure disabled

4. No password is associated with the project.
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5. No certificate is associated to the project.
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5. Description of operation

M VIMAR

In KNX network systems, router 01507 is used to transfer messages from KNX bus to By-me bus and vice-versa. The message exchange rules are totally defined by the
installer using the dedicated folder (Group objects, Parameters, DCA) created in ETS for the specific device. It can be used normally without activating the Security function

and in ETS projects in which the Security function is active. After connection to KNX IP, router 01507 works with its default settings. A valid individual address must be set.

5.1 General Information

When it receives data which use group addresses, router 01507 behaves in accordance with the settings present in the DCA. During normal operation, it only forward
messages whose group addresses are specified in the routing rules defined in the DCA.

If the messages forwarded by the router do not receive confirmation, for instance because the recipient is missing or due to a transmission error, the messages will be

repeated up to three times.

The router is intended for use in 10/100 BaseT networks conforming to IEEE802.3. The AutoSensing function automatically sets the baud rate (10 Mbit or 100 Mbit).
The IP address can be received by an DHCP server. For this purpose, the setting of the automatic IP address assignment can be set via ETS (“Obtain an IP address
automatically”). If this setting is configured but no DHCP server is found, router 01507 starts an AutolP procedure and autonomously assigns itself an IP address; the
device must have a fixed IP address (a standard gateway and subnet address), it can be set via ETS.

5.2 IP network

Router 01507 sends messages to/from the TP network to/from the IP network in compliance with the specifications of the KNXnet/IP protocol. Via a supervision soft-
ware, in the case of a default setting, the IP data are sent as IP Multicast to the IP address 224.0.23.12 port 3671. The IP Multicast address 224.0.23.12 is the address
for KNXnet/IP established by the KNX Association together with IANA. We recommend you change this address only if the need arises due to the existing network.

N.B.

o All the KNX IP devices that need to communicate with one another via IP must have the same IP multicast address.
e [t may be necessary to change the IP multicast address 224.0.23.12 depending on the type of network and on the settings of the network components.
e For the IP routing and identification, the IGMP protocol (Internet Group Management Protocol) is used.

¢ In the event of problems assigning the IP address, please contact your network administrator.

5.3 Message flow example

Multicast control
|__sent by a supervisor

Seridr

Crmed Wl

©

The group address used in
—.. the message is searched for
.ﬁ. in the routing table. If found

The message is sent using
the multicast connection to
"= the By-me router

II\\"‘:T-"J'I in the correct direction, the
group message recipient 11
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responding address

GroupYalueins
i
CH By -
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g 1
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By-me
01507 Rowter By-me/KNX side
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"= direction until it returns to the supervisor

I{.@zj] If it is not blocked by the routing rules, the
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5.4 Adding the device Certificate
Each KNX Secure device uses its own Certificate. The device Certificate must be entered in ETS before activating or using the KNX security functions.

/ The device Certificate is printed on a label affixed to the side of the casing.
/ The device Certificates can be entered manually or by scanning the QR code with the webcam.

After the project has been opened, the list of device Certificates can be edited in the Security tab of Project Overview.

Test Project

Details Security Project Log Project Files

Export

Export Keyring

Device Certificates
o= Add

Serial Number + Factory Key (FDSK) Device

If the device Certificate has not been added to the list yet, when a protected download is launched, the following window appears.
E'_ E! Adding Device Certificate

This device supports secure commissioning.
If you have the certificate of the device available, you can scan the QR code or enter it now.

SHNMYM - SYXKCM - NNDJKG - NDMDGC - MMHMU) ¥YSSGD

Cancel

11
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5.5 Programming

5.5.1 Programming the individual address (and application)

To download the individual address in a device, the Programming mode must be active. Press the programming button to activate or deactivate the program-
ming mode. A red lit configuration LED (1) indicates the programming mode is active. When the download from ETS is activated and you press the programming
button, the device stores the new individual address in the memory. The security settings are updated by downloading the individual address and application (L).

The KNX address can be assigned to the device by setting the desired address in the ETS properties window. At the end of download from ETS, the device will
restart.

1 Properties >
S
Settings P Comments Information
Name

Individual Address

Description

Last Modified 15/03/2023 12:08
Last Downloaded -
Serial Number

Secure Commissioning
W Activated v

& Add Device Cartificate

Status

Unknown -

\/ The device is supplied with the individual address 15.15.255 (default factory setting). We advise against using this address for normal operation of a system
and recommend assigning a different address when commissioning.

/ If the configuration LED (1) flashes red, this means the Ethernet cable is not connected correctly or that a connection with an IP network is not available.

\/ The ETS database is available on the company website and in the ETS on-line catalogue.
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5.5.2 Network backbone configuration with KNX Secure active.

If you want to use KNX Secure we recommend you set the Backbone IP to Secure (by default ETS sets it to “Automatic”). To set the backbone to secure, display
the Topology and edit the “Security” property.

A~ 3 K Gy ﬂ

Satting Commants  Inisrrume,

@ fopciogy backbone v # Drsarigtion Waindine Me Domain Address Backbane Hame

Chmaric Fabgiri el L3

Rackbone ssa
i i ¥ P Description
o

Mebwork Latency

WLAN [ B =
Multicast doress

2403342

|ui!m¢|:h=u

[ -

This means that all the IP/KNX devices connected to the system support and are configured with KNX Secure.
In the presence of IP/KNX devices that are not configured in KNX Secure, ETS will display the following warning:

Warning

The operation could not be executed, because in the
project the backbone security is enabled, but the IP
device does not support security.

OK

N.B. If reset devices are present, the default physical address 15.15.255 is not read by the ETS diagnostics because it is transmitted unencrypted when the
Backbone is Secure. Once the Backbone secure is activated, the configuration status of the various Secure devices will show as not up to date and so the ap-
plication programmes will have to be downloaded again.

5.5.3 01548 interface configuration

For the correct operation of the router 01507 configuration procedure, the physical addresses on the secondary line (TP) must be filtered.

General Telegram routing Group and Physical: filter -
Main line (KNX I7) Group telegrams: Main group 0..13 filter

Group telegrams: Main group 14..31 filter
Subline (KNX TP) Physical telegrams filter

Physical telegrams: Repetition if errors on

subline up to 3 repetitions

Group telegrams: Repetition if errors on up to 3 repetitions

subline

Telegram confirmation on subline if routed

Send confirmation on own telegrams no

Configuration from subline (KNX TP} O allow block

13
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5.5.4 IP configuration

The IP configuration of 01507 can be specified in the ETS properties window. To activate DHCP/AutolP, set the option: “Obtain an IP address automatically”. For
further details and information about IP network configuration, please contact your local network administrator.

Zil Properties 2
oo —
e 5 @
Settings IF Comments Infarmation

O Obtain an IP address automatically
Use a static IP address
MAC Address
Unknown

Multicast Address

22402312

@ Commissioning Password
N8=9T=M

@ Authentication Code
Bj=jZs M

If you select the “Use a static IP address” option, you can manually set the IP address, the subnet and default gateway address.

Eil Properties >
@ @ 5 O
H,_;,f |
Settings IP Comments Information

Obtain an | address automatically

© Use s static IF address

IP Address

255.255.255.255
Subnet Mask

255.255.255.255

Default Gateway
255.2585.255.255
MAC Address

Unknown
Multicast Address

22402312
. Commissioning Password

MNE=9rT=M

@ Authentication Code
B)=jZs"M

14



BUILDING AUTOMATION

Organising the DCA for customising associations

6. Organising the DCA for customising associations

M VIMAR

To simplify the definition of the association between By-me group and KNX group, there is a tab called DCA available (as in the figure below).

q)
[ | - tont 20230622 12380mi Bl = th
sacand
Parnelon!
Fanneiod
tmbienne 1
tmbienne 2
tmbienne 3
Section A
Router By-me/KMNX
(s Commurication Chject |
( [ W commen | |
M LT Harma [ERER— P— Byorm Ader Fiag CwtaTyps  Dirwction Harea l
T OFT_DaOeT guo0n senpnd Luce 8 JLuos O - OF5) [k FAT Lo Eaith Fasad SE00N_Luoe O JLU0E ON - DFF)_DFT_DaDe Degrg
O, O CudC2E Ambienin i Rali Eec Wosa llce on-of s fampe, peincipals moncetabile) 022 RAT L000 Ecthfmsd  Ambiests 1Ak Bva Mons jLuce on-cff s empa, priscipals maraf
DTy VolumeConteod WOCEN  Ambieate 1 Zona Verchis (Zons Aol MBS WT 3007 Both Avigiente 1_Zona Vecous [Tora fudio)_ DT Yobermaoainol SwiC)
4 DFE OO udCIE Ambsiantn 3 Rl Fes Bit [Luca cn-cff o bempn, principale bintatile) (23 FWT 1001 EothFmsd  Ambissts 2 Ak Bvo Bist (Luce oo-off o temps, principale bisabia
DFTy_Timedstamiiop 029 Ambeeate 2 Rl Bao Bist [Luoe 0ne0fT 3 bemipd, principals bistabibe) 0] FAT 110 Bayth Ressd Arvhisate 2Rk Evo Bist (Lisoe -0 3 10, prindpsie bistsbde]
B DO OO del04 Ambientn 3 Lece Erargia [Lece 24 - OFF) 04 W 1000 KNt Eyeme Testd |
T L Aivhesaie 1 Cascelo [Canceln ¢ garagel 3002 W EPY by By Tesi2
B tmx G502 W tox EMXmEpme Tend
f Ll
Section B

Installing the DCA

The DCA is registered and available on the KNX e-commerce site https://my.knx.org/en/shop/ets-apps; access the website and run a search with “Vimar” test.

The installation procedure is described in the guidelines of the KNX website on the following pages:

- for ETS 5: Installing ETS5 Apps — KNX Association;
- for ETS 6: Install ETS6 Apps — KNX Association.

6.1 Controls
. CQ Importing By-me plant

~
* - Refresh

. Copy communication object

. + Add communication object (not By-me)

6.2 Section A
Displays the By-me Plus system organised in a navigation tree:

e the “Environments” nodes are present at level |;
o the “Applications” nodes are present at level Il;
e the “Group” nodes are present at level lll;

o the “Group address” nodes are present at level IV.

The “Group” nodes are only displayed in the presence of applications which need several groups (see temperature control operation). If this is not the case, Level lll is

not displayed whereas information of Level IV Group addresses is presented.

15
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6.3 Section B
Displays the list of all the By-me Plus/KNX associations which the installer has defined (max 500).

In the above figure, the area reserved for By-me information (on the left) is clearly distinguished from the area for the KNX data (on the right). The “Common” column
contains the direction of group messages which cross the Router.

Each communication object defined can be deleted by tapping the icon x , which activates the deletion function.

6.4 Tab

This is the section of ETS which contains all the default “Tab Group Object” and “Parameters”. A specific “DCA” tab is dedicate to “01507 Router By-me KNX” for the
definition of the routing rules.

6.5 Preliminary procedures on the By-me Plus system

After configuring the By-me Plus system using the View Pro App, import the information in an xm file (see the By-me Plus manual).

6.6 Configured By-me Plus system
Allows you to import the By-me Plus system into the DCA.

1. Activate the function by clicking on icon Cé .
2. Using the file explorer, select the xml file containing the By-me Plus system data.

Section A contains the By-me Plus system data.

6.7 Adding a communication object from By-me Plus data
There are two ways to do this:

¢ Drag&Drop the “Group” node from Section A to the area reserved for Communication objects;

¢ Double-click on the “Group” node in Section A

Before adding the new Communication Object to the “By-me Plus KNX SECURE Router” a check is carried out for any error conditions:
e addition of a Communication Object when the By-me Plus KNX SECURE Router table has already reached 500 rows;

e duplicate Communication object name.

The installer can always customise the “Direction” and “Name” by double-clicking on the routing table row.

Channel Object = O b4
MName second_Attuatore (Switch)_DPTx_OnOff 0x0CBE
Direction Both -
oK | | cancel
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6.8 Non-configured By-me Plus system

Before importing the By-me Plus xml file, manually add all the Communication Objects on the KNX side using icon + .
Once you have done this, you can import the By-me Plus system and complete the definition of associations.

New Communication Object = O .

Name

Direction KMX to By-me -
Main DPT 1000 -

[] Extra KNX Communication Object
By-me Addr
O Zlevels _/ 3 levels _f f
ok || cCancel

M VIMAR

In this case the name of the communication object is not automatically prompted by the procedure but is left up to the installer, who can also set the direction of the

messages and the type of data transported (1.xxx will be valid for 1.001, 1.002, 1.008, etc.).

6.9 KNX Communication objects present in the By-me Plus island

With the “Extra KNX Communication Object” option, you can manage the KNX devices (not By-me Plus) connected inside the By-me Plus island. In this case, the device

is not present in the By-me Plus xml file exported from the View Pro App.

New Communication Object - a
Name
Direction KNX to By-me =
Main DPT Txx% —
] Extra KNX Communication Object
By-me Addr
Q 2levels _f Jlevels _J/ f
0/0
oK || Cancel

17
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To complete configuration, you need to specify the KNX format that the By-me Plus KNX SECURE Router should adopt; the options are:
e 2 levels
® 3 levels.

Next, the installer can set the KNX group address of the communication object they have just defined.

The group address is inserted in the “By-me Addr” column in the chosen KNX format.

6.10 Assigning By-me data to Communication Objects

After adding the KNX communication objects to the By-me Plus KNX SECURE Router device, proceed as follows:

1. Configure the By-me system with the home automation system gateway;

2. Export the system in xml format;

3. Access the “DCA” of the By-me/KNX gateway;

4. Import the xml file;

5. Drag&Drop the By-me Plus node to the row associated with the By-me Plus KNX SECURE Router of the routing table.

In this case the DCA should check the consistency of the “Data Type of the By-me DPTx” selected with what is already set in the destination row (Main DPT). Only if
the respective Main DPTs match will the Drop be permitted (permitting the same format of the Main DPT on the By-me side with respect to the one on the KNX side:
e.9. By-me Data Type 1.001 = KNX Main Data Type 1.xxx).

6.11 Copying Communication Objects

The Copy function allows you to make a copy of a Communication Object for those which only have KNX data.

Once you have selected a row in the Communication Objects table, you can duplicate the related Communication Object, whose window appears with the “Direction”
and “Data Type” fields already set. You will need to edit the “Name” (which must be different).

6.12 Errors

The following errors are envisaged:
¢ “Copy Communication Object is disabled when there is no row in the By-me/KNX Gateway or it hasn’t been selected
¢ “Addition” of a Communication Object when the By-me/KNX Gateway table has already reached 500 rows.

e Communication Object selected has all the By-me parameters defined: in this case only the KNX part is duplicated (the name changes everywhere) whereas the
By-me part stays empty and has to be associated starting with a node of the By-me tree.

N.B.: In the event that the By-me parameters are defined, the copy function is disabled.
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6.13 Copying the By-me/KNX gateway from ETS
After defining the By-me/KNX Gateway, ETS can be used to duplicate the device inside the same KNX system and set its characteristics (see figure below).

Paste Special

Mumber of items 135

Group Addresses
Q' Don't Copy
Keep

Create new group address in middle group  0/0

Generate Address

O Fill up (use first free)

Append
Start with: 1
Offset: 0

OK Cancel

6.14 Completing the ETS configuration
On completion of the By-me Plus KNX SECURE Router definition, tap the “Group Objects” tab to associate the group address with each communication object de-
fined. This way, the information is managed similarly to the system KNX device information.

Humber * Name Oibject Function Descrigtion Group Address Length € R W T U DataType Prioeity No.of Associs
l:[' Heartbeat Heartbeat 1byte C - W - - Low Q
Hn Bi-directional- Object 11 DPT 1 bt € - W T U wolinghe low 0
iz Both read- Oy DPT 1 centrovalta 0 bt C B W T U swch Low 1
iz KM to Bybie = Object 13 DPT 1 1bit C - W= U swich Low 1]
s EMX to Byhe GW - Of OPT 12 dbytes © - W - U counter pu_low a
s KN 50 ByMe GW - Object 15 DPT 1 1Bt € - W - U swaeh Lew 0

19
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6.15 Cloning a room/area

20

This option allows you to clone a room (or area) already configured in another.

In the following example, room 101 is copied to room 102.

Paste Special

Mumber of items 1
Group Addresses
Don't Copy
O Keep

Create new group address in middle group 0/

Generate Address

O Fill up (use first free)
Append
Start with:

Offset: p 2

OK Cancel

Buildings ~

d= AddBuilding Parts | = X Delete W Downdoad | = @ Info = ) Reset Unload = (=3 Frint

m Buildings ., Address *  Room Description Application Program Adr Prg Par Gep Ofg Manufactures Ovder Murr Product
[ Dynamic Folders i--- Azom 101 - Copy ByMeyp 0 = e e .. WIMAR 1234 ByMeGatewsay P
P o s W o
a Bl room 101

40 1,098 ByMeGatewsy_IP
el :,,] Raam 101 - Capy

1] --- ByMeGateway IP
R Trades

You can now rename Room 101 — Copy in Room 102 and attribute the physical address of the Gateway.
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7. Front-end Web

The front-end Web can be used to read the actual parameters of device 01507 (HTTP port, IP address, MAC address, etc.) to update its firmware. To identify a specific device
01507 in a KNX network, the programming LED/remote programming mode can be turned on and off without pressing the programming button on the device.

\/ To return to the normal operation start mode, perform the firmware update procedure, then cancel it or wait 10 minutes until the automatic time-out.

7.1 Protecting the front-end Web of 01507

The front-end Web can be used to perform firmware updates remotely, for the control functions and to read the device settings. To guarantee total protection of an
installation, the front-end Web must be set to "not available" during runtime operation.

To use the remote functions of the front-end Web when the security function is active, it must be set to “available with all functions”.
Web front-end
Availability when secure mode is activated  web front-end not available t@

HTTP port available having full functionality
only status info display

web front-end not available v

If the front-end Web is set to “status display only”, the remote control functions (programming mode activation, tunnelling setting) and the updating function are disabled.
Information read only is available.

/ To guarantee the complete protection of a protected installation, the availability of the front-end Web must be set to “web front-end not available” which is the default
value.

/ For effective protection, we strongly advise the use of the “available with all functions” option as your permanent setting.

7.2 Accessing the front-end Web of router 01507

You can access the front-end Web of 01507 in two ways. You can access it directly from Windows Explorer or from a web browser. To access via web browser, you need
to know the IP address or the MAC address and the HTTP port. Below is a description of how to use the IP address or the MAC address in the browser address bar.

/ You need to use the correct HTTP port to access from a web browser.

/ The value of the HTTP port is 8080 (non-editable).

7.2.1 With the MAC address

When NetBIOS is installed (by default setting in Windows systems), the MAC address can be used. It is printed on the label affixed to the side of the 01507 device

casing (which is also listed in the interfaces identified by ETS). Due to the name resolution, the communication must be established according to the Host name.
The activation of NetBIOS is required to do this.

Use the MAC address in format AA-BB-CC-XX-YY-ZZ and the HTTP port set by default to be entered in the browser address bar as specified below, without the
brackets:

http://knx-iprt-[XXYYZZ]:[HTTP port]/

Example:

the label on the side of the 01507 device casing shows the MAC address DO-76-50-11-22-33 and the HTTP port is 8080. Enter “http://knx-iprt-112233:8080/”
in the browser address bar.

21
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7.3 Information about the device

After accessing the front-end Web, the Device Info chart is displayed, which contains general information about the current device parameters (addresses, name,
software versions).

Device Information

Device Info Slatus: normal operation
DHCP: Cn
I= Address: 10.10.10.80
i Subnet Mask: 255.255.255.0
Galeway: 10.10.10.1
Update DMNS: 1010101
Hitp Port: BOBO
MAC Address: DO-T6-50-00-94-C4
Hostnams: KM -IPGW-0CSACY
Description: 01507 By-me Plus KNX Secure IP
LD uuid:dde 4950-007 2-0708-4024-20765000%ac4

Application SW version: 1.0.1
Bootloader SW version: 2.5

7.4 KNX

The specific KNX addresses are shown on this screen. Checking the settings is simple. Click on "ON" to activate the programming mode (which is the equivalent to
pressing the programming button). Together with the device information screen, this function is useful to distinguish the device concerned (since it has a specific IP ad-
dress, MAC address and serial number) from other similar devices in the network.

The individual address and the multicast routing address are displayed.

KNX IP-Interface

Device Info Program Mode: Off

Change Program Mode: | ON || OFF
KNX Individual Address 1.6.5

Serial Number 0072-07084024
Update

22
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7.5 Special functions

7.5.1 IP firmware update request

Press the H button followed by button L on router 01507 (steps 1 and 2 in Table 8); then activate “request update” to enter boot mode. This displays "Status:
update authorised”.

Device Information

Device Info Slatus: normal operation
DHCP: Cn
I= Address: 10.10.10.80
i Subnet Mask: 255.255.255.0
Galeway: 10.10.10.1
Update DMNS: 1010101
Hitp Port: BOBO
MAC Address: DO-T6-50-00-94-C4
Hostnams: KM -IPGW-0CSACY
Description: 01507 By-me Plus KNX Secure IP
LD uuid:dde 4950-007 2-0708-4024-20765000%ac4

Application SW version: 1.0.1
Bootloader SW version: 2.5

Table 8: Activating the firmware update

Step Firmware update

1 Brief press of the programming button

Brief press of the function button and page refresh

2

3 Click on “request update” in the front-end Web

4 The By-me BUS line status LED (C) is flashing green
5

6

The firmware file can be selected

The device restarts

7.5.2 Updating the IP firmware

In the Update screen of device 01507 you can update the firmware via IP, or the Ethernet network. The following steps describe the complete remote updating
procedure. During the process, device 01507 enters boot mode. So LEDs D, E, F and G light up as described in Table 5: LED status for firmware updating

/ If boot mode is already active, only follow the instructions of the front-end Web from step 3 to 5 (update, request update).

To quit boot mode, access the Update screen on the front-end Web. You can then complete the firmware updating, as described in steps 1 to 5, or suspend the
firmware updating by clicking on the “Abort” button (see step 5). Next, device 01507 is restarted and resumes normal operation.

Step 1: Open the Update screen on the front-end Web.

To begin the update procedurg an authorlzation & required. Set program mode active and atter
that give a short Key press to the function button

Device Infe Program Mode

Fumciion Buton

KNX Status:  normal operation

Upcate

refrash
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Step 2: Activate programming mode (KNX tab or programming button).

To begin the update procedure an authorization is required. Set program mode active and after
that give a short key press to the function button.

Device Info Program Mode
Function Button
KNX
Status: normal operation

Please follow instructions above.

| refrash

Update

Step 3: After activating programming mode, briefly press the function button. Then press the “refresh” button.

Authorization valid.
Please continue update procedure within 10 minutes.

Device Info Program Mode

Function Button

IShix Status: update authorized

Please press button below to continue.

Update

Step 4: When the “request update” button is displayed, press it to select the update file and access boot mode.

Requesting an update sets the device to boot mode and suspends KNX-IP communication.
Otherwise the device will log out automatically after 10 minutes.

Device Info
Device Mode: update authorized
KNX Timeout: 9 min
Update Please press button below to continue.

request update

Step 5: You can select the update file (which has the extension .hex) and upload it. At the end, the device exits boot mode and is restarted. If you click
on the “Abort” button the firmware updating procedure is cancelled and the device exits boot mode.

To initiate a firmware update please select a valid file in hex-format below.
Otherwise the device will log out automatically after 10 minutes.

Status: update authorized

Select update file:
BOOT MODE | Scegli file | Nessun file selezionato

Upload
[ Abort
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8. Usage examples
Caution: Devices 01507 and 01548 cannot be configured on the same area/line since the former is TP and the other IP.

8.1 KNX system with supervision from Well-contact Suite and configuration with ETS

KNX

side

01848 01548

L] KN bues 58 KMX bus

8.2 By-me system with 01507 TP/IP, configuration with interface 01548

switch

]
|
| 1P funneding
By-me ; 01548
By-me bus side ! "e
By-me bus :
01507 01507 : KNX bus
s ° :
|
i Almenizione
I
I
I
|
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8.3 By-me system with 01507 TP/IP, WCS supervision

By-me bus

By-me bus .
01507 01507
L

8.4 Mixed system with 01507 TP/IP, WCS supervision

[

KMNX E_

Hlde

26
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8.5 Mixed system with 01507 TP/IP, configuration with 01540.1

8.6 Mixed system with 01507 TP/IP, supervision with 01540.1

By-me bus ‘ ‘

R B T
I = I B

B i

By-me
side

11

KNX
side
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9. Datapoint creation example (light and roller shutters)
e |nitially, no definitions are present

© Marcon_P448_Cames 401
4 Camera
4 Tepp + Lam 403 (Tepiparsils con lamell)
BFT_StopSteplipfown G001
CIPTe_Upthown OulC02
DPTi_Liock OxlC03
DPTx_Lackinds (D008
CPTe_ShuttesPosition GelC04
OFTe_ShubtesPasition e 00006
DOPTr_5la Prositioen Qw005
DPTi_SlasPositionind Qu0C07
Tesmnoin. Toweh FancPro poed [RECEaming & Condisionasnes)
# Luce Cn-Off (Luce OM - OFF]
DPTie_ D 00w
DPTi_DnQiffinko CWpCa0
4 Bazsa
Luce Bagno [Luce O - DFF]

M VIMAR

Router By-me/KMNX

ru Communication Object |
C By-me JCeamma JC Lk ]
K. DPT Nasee Emarenment Appleaticn By-me Adde Flag Dotz Type Direction Hame Tebain DFT KHX Address

¢ Select the DPTx_OnOff

4 Camera
4 Tapp + Lam 403 (Tapparella con lamelle)
DPTx_StopStepUpDown 0x0C01
DPTx_UpDown 0x0C02
DPTx_Lock 0x0C03
DPTx_Lockinfo 0x0C08
DPTx_ShutterPosition 0x0C04
DPTx_ShutterPositionInfo 0x0C06
DPTx_SlatPosition 0x0C05
DPTx_SlatPositioninfo 0x0C07
© Termost. Touch FancProporz (Riscaldamento e Condizionamento)
4 Luce On-Off (Luce ON - OFF)
DPTx_OnOffinfo 0x0C90
4 Bagno
P Luce Bagno (Luce ON - OFF)

® Double click on DPT_OnOff or Drag&Drop it: the DPT is added to the By-me/KNX Router list

Pllarcon_Pedd Camera 407
“ Camera

& Tapp = Lam 403 Tappaiela con Lamsl 4]
DTy Sto pleep/p Down CredC01
DOTs_UpiDiwn (50000
DFT_Look D0
DETx_Logkdnts D008
DFTy_ShafterFosibon D04
DFT_ShutterPasitionnls (0006
DFTs_SletPosition 00005
B8Ts_SatPositionini dedl0T

Termost. Touch FarncPropo . (Facaldesmento & Condizionamenda]
a Lace On=0N (Luce ON - OFF)

DET_OnCfrio 0x0C90
4 Bagne
Luce Bagro [Luce ON - DFF)

Router By-me/KNX
{1 Communication Object |
[ By-me J Comme: ] K |
M CFT Name Erwiranment Agplrates By-me Addr Flay Data Type Direction Blarne hllain DFT KX Addness

CFTx_Ondff fudC91  Camer Luce: S (Lece OK - OFF) 90 EwT 80 Eoth Mead  Cammera_Luce On-CHF (Luce N - OFE)_DPTe_CnOH D91

28
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¢ Customise the Name and direction of the messages

Channel Object - O X
Name Camera Luce On—OffbeC91
Direction Both Read -
0K | | Cancel
o Select the DPTx_UpDown
4 Camera

4 Tapp + Lam 403 (Tapparella con lamelle)
S

DPTx_Lock 0x0C03
DPTx_LockInfo 0x0C08
DPTx_ShutterPosition 0x0C04
DPTx_ShutterPositioninfo 0x0C06
DPTx_SlatPosition 0x0C05
DPTx_SlatPositioninfo 0x0C07

b Termost. Touch FancProporz (Riscaldamento e Condizionamento)

4 Luce On-Off (Luce ON - OFF)
DPTx_OnOff 0x0C91
DPTx_OnOffinfo 0x0C90

4 Bagno
b Luce Bagno (Luce ON - OFF)

¢ Double click on DPTx_ UpDown or Drag&Drop it: the DPT is added to the By-me/KNX Router list

Maroon_PL4R Camera_ a0
& Camana
& Tapp + Lam 403 [Tappareia cor lanelle)
CET: Sbeg planann QD]

CFT:_Lock OwDOOF
CFTx_Lockinto 0x0C08
CeTe_ShunePosition De(l0d
CPTz_ShutterPositioninfo Dx0006
CET:_SatPasition dxDO05
OFTe_5latPokitionlnle 0e0C0T

Termest. Touch FancProparz (Riscaldamento & Condinioramentoh

& Lisie O-0F (st DN - DFF)
CFTa_OnO Gl 8
CFT:_OnDifinda De0C00
4 Bagno
Lusce Bagra Luce ON - OFF)

Router By-me/KMNX

[J Communication Dbject I
C fir-me W Commas LT | |
M CPT Mame Ermircreent Apphicabon By-me Addr Flag Data Type Direchon Mame Main DPT KMA Address:
U DPTe Ol Gl = Luga On-0f (Luga O - OFF) 0000 RWT 1001 Eoth Rapd  Camars Lage On-OW BOCE0 Toamt *
7 DPTe UpDewnBedCD? Caméea  Tapp o Lam £03 Tapparslas OOC0F WU 100E  Baeh Camara_Tagp « Laen A3 [Tappaealia con limals) DOT: Up  Lest ll

o After defining the Communication Objects with the DCA, select the Group Objects tab

Number = Name Object Function Description Group Address Length C R W T U DataType Priority No. of Associ
I2|1‘I DPTe_OnOff 0:0CH i 1bit CR WT U swich Law 1]
iz DPTy_UpDown 0x0C02 bt € = W T U switch low 0
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¢ Association with a new group address (example): select the Link with ... function

Se. Number “ Name
2 @n DPTx_OnOff 0x0C9
] 2 DPTx_UpNesen M

Open

¥ Download
Link with..,

Unlink

X Delste

S

y

s Paste Extended

Praperties

 Definition or selection of the Group Address

) m

Existing New

Group Address
111

Name

Object Function Description

Mew group address

1 L) New group address

30

asie apecia

Link With Group Address

OK

Ctrl + C

Alt + Enter

Group Address

ez

M VIMAR

Object Function D
1= Ne
1-I'

Cancel

Length € R W T U DataType Priority Mo.of Assoc
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¢ Sending of programming to device

4 1.0.0 01548 1P KNX secure Router

+ "M 2.1.101507 By-me Plus KNX Secure [P route

W Trades t

Cownload
Unload
Info
Reset Device
L
Print Labels
Trancfer Parameters and Flage
Undlink

Add To Device Templates

¢ Full download
¢ Partial download

*  Download Individual Address

Ctd + R Cwerwnite |ndividual Address
Download Application

(- |

Cirl + X

Cird + C

Al + Enter

M VIMAR

Ctrl + Shift + L

Ctd = D

Ctrl = Shift + |

Ctrl = Shift + Alt + 1

Ctrl = Shift + Alt + D
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