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1 INSTALLATION REQUIREMENTS

Use of VIDEO — DOOR IP MANAGER requires a PC with:
Windows 7 or above
. Ethernet network connection

Administrator credentials
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2 INSTALLATION PROCEDURE

When the setup is run, the screen shows the guided program installation procedure described below:

1) Selection of the installation language from a drop-down menu.

Press OK to proceed, or Cancel to quit the installation procedure.

Selezionare la lingua dell'installazione

= Selezionare la lingua da utilizzare durante
—  linstallazione:

Italiano W

it

2) Selection of the installation folder for Video-Door IP Manager.

To choose another folder press Browse. To proceed, select Next >

VIMAR

&0 Installazione di Video-Door IP Manager -

Selezione della cartella di installazione
Dove si vuole installare Video-Doar IP Manager?

) Video-Dioor IP Manager sara installato nella sequente cartella.

Per continuare, premere Avanti. Per scegliere un'altra cartella, premere Sfoglia.

C:'Program Files (x368)Wideo-Door IP Manager Sfoglia...

Sono richiesti almeno 55,8 MB di spazio sul disco.

i

3) Selection of the start menu folder for creation of the links to the program.

To choose another folder, press Browse.
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VIMAR

==

Installazione di Video-Door IP Manager =

Selezione della cartella nel Menu AvviofStart
Dove si vuole inserire i collegamenti al programma?

Saranno creati i collegamenti al programma nella seguente cartella del Menu
AwviofStart.

Per continuare, premere Avanti. Per selezionare un'alira cartella, premere Sfoglia.

Elvox Sfoglia...

< Indietro Annulla

4) Selection of additional processes.

Tick the box if you wish to create an icon on the desktop.

oo

Installazione di Video-Door IP Manager -

Selezione processi addizionali
Quali processi aggiuntivi si vogliono avviare?

Selezionare i processi aggiuntivi che verranno eseguiti durante linstallazione di
Video-Door IP Manager, poi premere Avanti,

Icone aggiuntive:

[] Crea un'icona sul desktop

< Indietro Annulla

5) Summary of the settings made and preparation for installation.

Select Install to continue the installation, or BACK to edit the settings.

®
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== Installazione di Video-Door IP Manager

Pronto per l'installazione

Manager sul computer.

1l programma di installazione & pronto per iniziare l'installazione di Video-Door IP

le impostazioni.

Cartella di installazione:
C:\Program Files (x86)\Video-Door IP Manager

Cartella del menu Avvio/Start:
Elvox

Premere Installa per continuare con linstallazione, o Indietro per rivedere o modificare

< Indietro Installa

Annulla

When the installation is complete, select End to quit the guided procedure.
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3 INITIAL CONFIGURATION

The MyVimar login page is displayed when the program is started for the first time.

Welcome EvaX * ‘\, @

LiVIMAR

Log in to MyVIMAR

Email

Password @

Have you forgotten or want to change your password?

Are you not registered? Create a new account

Discover services and privacy protections MyVIMAR

Access profiles will be deleted after 36 months of inactivity (except for users
who have advanced connected services).

To continue, the user must log in with their MyVIMAR credentials or create an account.

It will be necessary to log in again after logging out and periodically (about every 6 months).
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4 DASHBOARD

VIMAR

At start-up, the screen shows a Dashboard with the list of projects, their state, the date when they were last modified and a series of specific commands.

+ 1. Dashboard ELVEX & ‘\, ®

Name

‘ Details. ‘ Last medified ‘
Impianto 1 Configured 2017/03/31
Impianto 2 Configured 2017,/03/31
Impianto 3 Configured 2017/03/31
Impianto 4 Configured 2017/03/31
Impianto 5 Configured 2017,/03/31
Impianto 6 @ Mot Configured  2017/03/31
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41 MENU BAR

The top of the screen contains a menu bar with the following commands:

ADD

ACCOUNT

GENERAL SETTINGS

UPDATE CHECKING TOOLS

PROGRAM INFORMATION

41.1 ADD

Click to access the following functions:
. New Project: access point for creation of a new project
. Import from System: creation of a new project by importing the configuration from an existing system
. Import from File: import of an existing project from a .zip file
. New Access Control User List: creation or import from file of a user database for the Access Control function

. Device reset factory reset of all devices

4.1.2 ACCOUNT

Click the "account” E button to perform the following action:

. Logout: log out. After doing this, the program will return to the login page (see “First Configuration - ref. 3).

4.1.3 GENERAL SETTINGS

Click E to access the general settings, where the following parameters can be edited or reset:
. Language: configuration software language
. Date Format: date format editing
. Time Format: time format editing

. Network Interface: choice of the network interface to be used to connect to the video intercom system

4.1.4 UPDATE CHECKING TOOLS

Click to check availability of the following updates and download them to the PC:
. Check for updates to the firmware (FW) of the devices
. Check for updates to the software (SW) of the Video-Door IP Manager application

Once downloaded, the firmware updates can be used in the specific section (Device Updates) or during creation of a system (the configuration software

10 &)
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automatically prompts updating of the devices identified during Discovery - ref. 5.2)

It is best to check for updates before starting to configure a new system.

4.1.5 PROGRAM INFORMATION

Click to display information about the version of the program installed.

11 &)

VIMAR
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4.2 MAIN AREA

The main screen contains the list of systems created or imported so far. Status information is provided for each system, and a series of operations are
available. The presentation's structure is explained in the table below:

Name State Last Modified | Edit Delete Synchronise | Info Actions | Export

System 1 Not configured 24/03/2016 @ @ @ ®
System 2 Maintenance 12/02/2017 @ @ @ ®
System 3 Configured 18/03/2017 @ @ @ ®

The Name, State and Last Modified labels can be used to sort the systems in alphabetical order, by operating status and by the date of the last modification,
respectively.

4.2.1 SYSTEM NAME AND STATE

The system's State is displayed or highlighted in various colours, each of which has a specific meaning:
- Green: system configured
- Orange: system configured but not operational (Maintenance)

- Grey: system not configured and therefore not operational

4.2.2 DETAILS

For some specific situations, an icon appears next to the text which describes the State, indicating that detailed information is available and will be displayed
when the mouse is passed over (wait 1 second after positioning the mouse on the icon concerned).

The possible situations are as follow:

General state Symbol Notes
- System configured correctly
¥ FW updates available
Configured
‘ Configuration session closed with devices not configured
‘ FW updates available
‘ Devices not configured
Number of configuration steps completed
Not Configured G} g P P

4.2.3 MODIFYING A SYSTEM

The edit function, used, to make changes to the system, can be accessed by pressing and selecting the relative mode:

. Editing online: for this mode, connection to the system network is essential; after automatic synchronisation with the system to align the local
data with that present on the devices, the new configuration can be modified and deployed.

During this process, the system is set in Maintenance mode.

12 &)
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. Editing offline: does not involve any synchronisation with the system. This mode, accessible if the system is in 'Maintenance' or 'Non configured'
mode, allows editing only of the local configuration on the PC. Some parameters may not be available during this type of editing.

. Read only: mode in which the user can view all the settings made but not save them.

4.2.4 REMOVING A SYSTEM

The @ button allows local deletion of the project for the selected system.

4.2.5 SYNCHRONISATION

Synchronisation @ is used to check the system's current status and synchronise the local copy with it (the latest changes are maintained).

This operation can be performed to specific command but is also carried out automatically whenever it is useful and important to align the data in the system
with that in the program itself. For example, before making changes to the Editing Online configuration, the program must ensure that it has a local copy
of the configuration, in line with the settings currently held in the video intercom system at that moment.

In the event that problems arise during synchronisation, the program automatically transfers the user to the 'synchronisation wizard' described in the next
section.

4.2.5.1 SYNCHRONISATION WIZARD

The synchronisation wizard is a guided procedure automatically activated if the program detects a discrepancy between the system settings saved in the
program and the real situation found during synchronisation with the video intercom system. The procedure consists of the following steps:

1 Comparison between the number and type of devices in the project and those really discovered by the network.
To start another scan, select Rescan Network.
Click Next to proceed to the next step.

Press Cancel to quit the synchronisation wizard without making any changes.

Introduction
Displays the current network situation. I n

This is the current network situation after a comparison between the discovered devices and the devices stored in the project.

If the result is not the one expected, press the rescan button to perform again a discovery on the network.

Indoor devices Outdoor devices Server Video GW Riserless devices Other Devices
Found 3 2 0 1 5
Expected 2 2 0 1 5

Rescan network J { ]

- ) e

2) Firmware upgrade.

The wizard checks to inform the user if upgrades to the device firmware are available.

13 &)
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14

VIMAR

Firmware upgrade
Displays the devices that need a FW upgrade

ELvaX

All devices should have the latest available firmware version.
If some device is not on the latest firmware version, you can luanch the update process to upgrade them.

Some devices haven't got the latest firmware available

Launch update process ]

< Back ] [ Next >

| =]

To proceed with the upgrade, press Launch update process to start the update procedure described in point 5.2.1 FIRMWARE UPDATE

Click Next to proceed to the next step.

Click Back to return to the previous step.

Press Cancel to quit the synchronisation wizard without making any changes.

3)

Check on the number of missing and/or new devices discovered.

This step displays the situation regarding the new and/or missing devices discovered during synchronisation.

Missing and new devices
Displays the count of missing and new devices

ELvaX

During the network discovery, the number of discovered and already known devices did not match.
To fix the configuration press Next, to skip this step and leave the configuration unchanged press Skip.

I 2 new devices have been discovered

x 1 devices are missing

[ < Back ] [ Next >

) e ]




15

ELVOX Door entry VIMAR

VIDEO DOOR IP MANAGER

Click Next to proceed to the next step.

Click Back to return to the previous step.

Press Cancel to quit the synchronisation wizard without making any changes.

4)

Removal or replacement of devices.

The table on the left shows the missing devices and the one on the left the new devices discovered during synchronisation.

Missing and new devices actions

Choose the action to perform for each missing or added device E I v n x

On the left side are listed the devices that have not been found in the last network discovery, These devices can be marked to be removed on substituted with other devices.

On the right side are listed the devices found in the last discovery thar where not previously saved in this project.

Missing devices New devices

Type Device Action ‘ Type Mac Address Add
41017 - Transponder reader  fobo9c:00:10:6b 41017 - Transponder reader  fobc9c:00:14:57 D
40607 - TAB TS aabb:ccddeaff D

N I G

To add the new devices to the project, tick the ‘Add’ checkbox in the right-hand table

For each device not discovered (shown in the left-hand table), click and select the action required (see below) from:
. No Actions: no action taken

. Remove Device: device removed from project

Substitute Device with: device replaced with one of the new ones added previously, selected from the drop-down menu.
Select Finish to end the synchronisation wizard.
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Missing and new devices actions
Choose the action to perform for each missing or added device I n

On the |eft side are listed the devices that have not been found in the last network discovery. These devices can be marked to be removed on substituted with other devices.

On the right side are listed the devices found in the last discovery thar where not previously saved in this project.

Missing devices New devices

Type ‘ Device ‘Adim\ ‘ | ‘ Type Mac Address Add
5 - »

41017 - Transponder reader  fobc9c00:10:6b i /\ctions - e 57

A missing device can be removed, or substituted with a device newly found
O No Actions eff

O Remove Device

@ Substitute Device with | fobc9c00:14:57 hd I

CANCEL SAVE

= = )=

4.2.6 INFO

Select the icon for information useful for diagnostic purposes, including:
. System log: video intercom system log
. System history: history of video intercom system calls on the relative system

. Log/History from device: log and events of the individual device

4.2.7 ACTIONS

Select @ to access the procedures for performing the following actions:
. Send date and time: send the date and time to the system
. Update devices: check the availability of firmware updates for the system devices and start the relative guided procedure

. Factory restore: reset the devices to the factory settings

o Reboot: restart the devices

. Default Settings Restore: reset the system device settings to the default values

4.2.8 EXPORT

Select @ for access to two operations:
o Export project: project export in .zip format

. Export configuration: export of the system configuration in a .csv file. After selecting this option, the user can choose the information to be
exported:

16 &)
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|| Export Configuration for project Impianto 5
~ Informations to export

System

D PhoneBoaok

D CCTV / Monitoring

[l vo

[ switchboard

D Access Control

EXPORT TO C5V

Click Export to CSV to confirm the selection.

17 @
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5 CONFIGURING A SYSTEM

Each system can be configured and customised individually using the editing procedures as described in point . Configuration comprises a succession of
sections, which appear in the bottom of the screen, as shown below:

System Discovery Network Licenses Device Map Switchboard Qwnership Access Control Push Buttons Call Codes Summary Deploy Next

To move on to the next edit section, click Next. This command can only be selected if the parameters on the current screen have been set appropriately.
To return to the previous screen, select Prev or click directly on the section configured previously (shown in black). Sections not yet configured and not
directly accessible appear in grey.

In each edit section, the top of the screen always contains a menu bar with the following commands:

Saving of the changes made

Return to the dashboard with the list of systems

X ||o

One or more of the following buttons are also available in every edit section:

Add device/location/object

Edit device/location/object

Delete device/location/object

Expand view

Shrink view

Deactivate display filter (show the full list of devices)

@@ @ O|®

The sections which follow specifically describe the contents of each section.

18 &)
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5.1 SYSTEM

This system configuration screen is used to set the general parameters of the individual system, as follows:

Plant Name: name of the system

Language: language set

Timezone: timezone of installation

Maximum TVCC Time: maximum viewing time of a TVCC during the monitoring session, in seconds
Maximum auto-start time: maximum duration of the auto-start on an entrance panel, in seconds
Maximum file size: maximum message attachment size in bytes

Country (optional): country

Region/State (optional): region/state

City (optional): city

Address (optional): address

Zip code (optional): post code

To return to the original setting configuration, click Restore Default.

19
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5.2 DISCOVERY

This page is used to scan for the devices in the network, which may belong to the following categories:
. Indoor devices
. Outdoor devices: entrance panels
e Servers: system servers
. Video GW Riserless devices

. Other devices: standalone devices (transponder readers, access control keypads, etc.).

X 3. Discovery Impianto EvaX @

2 3 0 1 5

Indoor devices Outdooer devices Server Video GW Riserless devices Other devices

o Not-configured devices detected

System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons Call codes summary Deploy Next

Select Scan Network to scan for all the video intercom system devices present in each category.

If the configuration software detects an anomaly during the scan, this is displayed as shown in the screenshot; press to open a window with a list
of the MAC addresses of the devices not correctly configured/installed. In the specific case of entrance panels, the alert, with lockout effect, shown in the
screenshot indicates that the ordering procedure for the push button modules has not yet been performed (this procedure must be performed from the
entrance panel before configuration using Video Door IP Manager can take place: refer to the entrance panel instruction document for details).

To interrupt the scan, select Stop Scan and then move on to the next step by pressing Next.

5.2.1 FIRMWARE UPDATE

During the device scan, the version of the firmware installed on the devices is also checked, and if an update of the configuration software is available, the
user is informed that the update procedure can be carried out:

20 &)
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A=

&= Firmware Update

{ Last firmware for all devices } { Reset firmware selection }

Drevice Type MAC Address Current Version Select Version Status

40607 - TAB 75 00:c0:08:8d:84:50 0.4.01040403 Don't update A

40607 - TAB 75 00:c0:08:8d:84:4a 0.4.01050403 Don't update A

40607 - TAB 75 00:c0:08:8d:84:13 0.4.01050403 Don't update v

40607 - TAB 75 00:c0:08:8d:584:14 0.4,01040403 Don't update v

Update devices FW ] [ Close ]

The user can decide whether or not to update the FW on each device, and can also select the firmware update from the options available. To enable the
changes made, select Update devices FW; otherwise click Close.

21 &)
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5.3 NETWORK

The Network section allows the user to manage and customise the range of IP addresses available to the system.

VIMAR

Current configuration

Network: 1000.0 DNS Server 1:
Gateway: 1000.1 DNS Server 2:
subnet: 255.255.255.0 INTP Server 1:
Admin IP; 10002 NTP Server 2:

System Virtual IP: 10.0.0.3

System configuration

® cass C O aasse

T e TR T
Subnet mask: | 255 |[ 255 {255 B
ooy [10 o o 1
Admin IP: [10 B B B
System Virtual P ‘ 10 H 0 ” 0 H 3

onssenerz: | I I

ooz | I I

[ | Jl

Device Map

Switchboard

Ounership

Reserved IP addresses

‘ngwed

Ip Address

=

10,000

=

10001

=

10002

[<]

10003

10004

10005

10006

10007

10008

10009

100010

100011

p/oojojo|/ojo|o|oO

100012 54

Access Control Push Buttons call Codes Summary Deploy

The following can be configured:

Class C/B: addressing class

Network: video intercom system network

Subnet mask: network mask

Gateway: default gateway used by the system to access third-party services

Admin IP: IP address reserved for the installer's PC, on which the VDIPM configuration software is running.

System Virtual IP: virtual IP address used by the Master device

DNS Server 1|2: primary and secondary DNS (for resolving third-party services, e.g. address of the NTP server) [optional]

NTP Server 1|2:primary and secondary NTP server for use for synchronising the system's time [optional]

After making changes, click Update Reserved IPs to update the reserved IP address screen and then Apply configuration to activate the changes. A
summary of the chosen configuration appears in the top left-hand corner in the Current configuration box. To restore the network configuration to the
default addresses, simply select Restore default.

The Reserved IP addresses panel, on the right of the screen, is used to select the IP addresses, belonging to the same system subnet, reserved for
users outside the video intercom system. This list also automatically marks the Network, Gateway, Admin IP and System Virtual IP addresses, and the
network broadcast address, as Reserved.

NOTE: the Network, Gateway, Admin IP and System Virtual IP addresses, and the network broadcast address, cannot be deleted from the list of
reserved IP addresses.

22
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5.4 LICENCES

When this section is accessed, the configuration software will automatically check the number of licences available on the 40638 module (if included in
the system).

X 5. Licenses Impianto EvaX @

Switchboard licenses

Total number of registered Switchboard Licenses: 0

I J

No License Server available

[video G Riserless licenses ]

system Discovery Network Licenses. Device Map Switchboard Ownership Access Control Push Buttons call Codes Summary Deploy Next

In general, the user can:
. Check Licenses: Check for any licences already activated in the system.

. Add License: Activate a new licence in the system.

Adding a licence is essential to allow creation of the switchboards which will operate within the video intercom system. Simply enter and then validate the
activation code (article 40691).

NOTE: For correct operation, an Internet connection is required on a network interface different from the one used to access the video intercom system
(see point 4.1.2)

The configuration software displays the alert shown below when it is not possible to connect to the 'licence server' device (art. 40638)

&% Error ||

[ ﬁ\) Error during the communication with the License Server!

o

QK

5.4.1 Video GW Riserless Licences

This section is used to manage the licences of each Video GW Riserless device in the system.
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X 5. Licenses Impianto

[switchboard licenses ]

Video GW Riserless licenses

VIMAR

EveX @

@ Check Licenses @ Add License

Count

Token ‘ MAC Address

Apt Count | MAC Address ‘Name

c2002629fd25ebe2dd1d91af1d43d40a fobada60:64:02 10
10 foba9c60:64:f2 GW Riserless 1

< >

System Discovery Network  Licenses Device Map Switchboard Ownership Access Control Push Buttons call Codes Summary

Deploy Next

In general, the user can:
. Check Licenses: check the licences already activated on the Video GW Riserless devices in the system.

e Add License: Activate one or more licences (art. 40692.X) for each Video GW Riserless device

The summary table contains the following:
o Token: code of the activated licence
. MAC Address: MAC address of the Video GW Riserless device on which the licence was activated

o Count: number of virtual flats that the licence can activate

Adding the licence is an essential step in order to activate one or more virtual flats in the system. The procedure only requires entry of the activation code

(art. 40692.X), followed by validation.

NOTE: For correct operation, the user must have an Internet connection on a network interface other than that used to connect to the video door entry system.
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5.5 DEVICE MAP

The Device Map screen shows the devices found during the scan, arranged in a tree structure (Building, Stair, Apartment), the actuators present in the
system and the CCTV cameras.

5.5.1 LOCATIONS

The device configuration screen is as follows:

X B Configure Device Map Demo 1 EvaX @

Plant Tree Devices  CCTV - NVR.

B Filter: ‘ search by MAC address ‘
Add building

Type IP Address | Location ‘Mﬁsl:rd:vi(e Redundancy | MAC Address |Name Visible |
Location # | D LCD name
41020 - Access control keypad 100012 BO11 5911 F- fobaoc00:17:ab Keyboard45002
¥ B Building! 3 BOO1  Building! 40166 - Lift Interface 100010  B911 5911 F- bcif&:11:0d:30ic7  LF45003
I_ = Common o 5911 Stair AF 41017 - Transponder reader 100011  B911 5911 F- fobadc00i15:7e  RFID45004
¥ = stairt 2S00l StairA .
41006 - IP A7V Unit 10009 B911 5911 F- v 00:c0:08:9%ef:07  PE53001
|iﬂi Flat1 1 FOD1  Flat1
B fatz 1 FO02  Flat2

®E

[ctuators ]

[Actuators playiist ]

Lt mterface ]

System Discovery Network  Licenses Device Map Switchboard Ownership Access Control Push Buttons Call Codes Summary Deploy Next

The hierarchical structure of the locations in which the various devices will be installed appears on the left of the screen, in the Locations panel. The
locations subdivide into:

. Common Area

. Building
. Stair
. Apartment

Each location is identified by:
. Location: editable name of the Building/Stair/Apartment
. Device count: The number of devices it contains
. ID: location identifier (a letter B/S/F (Building/Stair/Flat) and three figures)
. LCD name: Names of buildings, stairs and apartments as displayed in the LCD

Depending on the type of location selected (Building / Stair), the function keys at the top of the screen can be used to select another location inside the
initial one. For example:

. if a building is selected, one or more stairs can be added/removed
. if a stair is selected, a apartment, but not a building, can be added/removed

NOTE: If an existing location is selected, the devices it contains will be shown in the right of the screen.

5.5.2 DEVICES SECTION

The screen on the right displays the devices available and their current status, as follows:
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Type Product name and code

Ip Address Ip address to be assigned

Location Type of location: building (B), stair (S) and apartment (F - Flat)

Main device Indicates whether the device is the master device (only applies to indoor devices)

Redundancy Indicates whether or not the device belongs to the redundancy mechanism (only applies to Outdoor Devices)

Mac Address MAC address of the device

Name Name of the device

Visible !Device gnablefj/disabled status. If the Qevice is not enabled, it will be considered to be in operation but cannot be displayed
in the Lists of indoor and outdoor devices

A specific device can be found by searching for the mac address in the bar in the top right-hand corner. The icon returns to display of the whole list
of the devices present.

Devices marked in red must be assigned to a location suitable for their use. For example, in the screenshot “40607 — TAB 7S” has not yet been assigned
to an apartment. To attribute the location, click the device line and drag it towards the intended location in the menu on the left, or access the device setting
edit function.

Select the icon, which appears when the mouse is scrolled over this list, to access the window for configuring the settings of the individual device.
The editing options vary depending on the type of device selected.

NOTE: ALL devices must be suitably assigned to at least one location; otherwise it is not possible to move on to the next section. If this condition is not
met, the exclamation mark symbol appears next to the name Locations. In addition to this condition, apartments which do not contain at least one device
are not permitted.
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5.5.2.1 EDITING THE CONFIGURATION OF AN ENTRANCE PANEL

The window used to edit the configuration of an entrance panel is shown below:

5% Edit device settings X

Edit configuration for device:  00:c0:08:2c:d0:33 1P address: ‘ 10 ” 0 H 0 H 4 ‘

Location

D Master device

Building [001 - Building? v l
Stair [{}01 - Stair1 M I
Flat [ooz - Flat2 M I

Default actions

2) Taik Button: [PE55001 v ] O KeyButton: | PES5001 actuator AV v l
Default entrance: | PES5001 v I

Personal information

Primary name: ‘ Flat2 l

Secondary name: ‘ I

Mare information: ‘ l

COPY CURRENT COMFIGURATION

ADVANCED COMFIGURATION CCTV AND ACTUATORS CAMNCEL SAVE

In this window, the user can:
. Modify the IP address
. Modify the position of the device within the system (Building/Stair)
. Add/Remove the device from the Master service redundancy group

N.B.: at least 1 device (entrance panel) in the system must belong to the Redundancy group. If the system includes a Server, the only device in
the redundancy group is the Server itself.

. Assign the switchboard (if any) to which the entrance panel belongs
. Add or update the device's personal information in the Personal Information box

Press ADVANCED CONFIGURATION to open the advanced configuration window, where the characteristics listed in the table can be edited.

Language

Graphic interface language

Vocal Synth

Vocal synthesis on/off

AV menu password

A/NV module password used to access the configuration menu, comprising a sequence of 4 figures in the
range [1,4]

Key sound

Activates/deactivates the sound when a key is pressed

Key brightness mode

. AUTO: key brightness responds to day/night sequence (default)

. FIXED: key brightness is the same throughout the day, at the level set in the Key brightness
night field

Key brightness day

Sets the daytime key brightness level (only applies if Key brightness mode = AUTO)

Key brightness night

Sets the key brightness level during the night or in FIXED mode
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VIMAR

Camera LED brightness mode

AUTO: camera LED brightness responds to day/night sequence (default)

FIXED: camera LED brightness is the same throughout the day, at the level set in the Camera
LED brightness night field

Camera LED brightness day

Sets the daytime camera LED brightness level (only applies if Camera LED brightness mode = AUTO)

Camera LED brightness night

Sets the camera LED brightness level during the night or in FIXED mode

Camera Exp mode

Sets the picture control mode:
0 = standard
1 = portrait enhanced

The standard mode provides optimal operation in typical environmental conditions, while the enhanced
portrait mode highlights the caller in a backlit situation.

Ring volume

Ringtone and vocal synthesis volume

Speaker volume

Speaker volume during calls

Key sound volume

Volume of the sound when a key is pressed

Lock time

Locking time in milliseconds, with setting from 0 to 999999999 in steps of 250

Conversation time

Conservation time in seconds, after which the call is broken off, with setting in the range from 10 to 300

Use the LCD CONFIGURATION button to open the advanced configuration window for any LCD module (art. 41018) allowing you to modify the characteristics

described in the table.

£= Edit device settings

[

Edit advanced

configuration for device:  00:c0:08:8c:ceie3

Enable logo:

LCD settings

Letter filter: lOff L ]

Building filter: loff » ]

Stairs filter: v

Info filter: I Off ¥ ]

Menu type: lNavigabIe b ]

Font size: lNormaI ¥ ]

Brightness: lloﬁ ¥ ]

Color: Iwhite ¥ ]
| Standby: lOn M ]
" Admin password: IDown v HDown W HDown bt HDown hd HDown v ]

User password: lUp v ] lUp 2 ] lUp o ] [Up o ] lUp v ]
i

Loge: l elvox_logo I ®
i

Message: | Press to continue

Message color: l

Background color: l | |

<

[oa

CAMNCEL SAVE

Letter filter Activates/Deactivates the Letter Filter in the phonebook shown by the LCD module
Building filter Activates/Deactivates the Building Filter in the phonebook shown by the LCD module
Stairs filter Activates/Deactivates the Stairs Filter in the phonebook shown by the LCD module
Info filter Activates/Deactivates display of additional information for the locations in the phonebook shown by the
LCD module
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Menu type * Navigable

 Direct

* Expanded
Font size Modifies the font size
Brightness LCD brightness control
Color LCD colour selection
Standby Activates/Deactivates standby

Admin password

Editing of the administrator password (sequence of UP and DOWN).

User password

Editing of the user password (sequence of UP and DOWN).

Logo*

Choice of logo to display on the LCD module in standby

Message*

Choice of text to display on the LCD module under the Logo

Message Color*

Choice of colour for the text to display on the LCD module under the Logo

Background Color*

Choice of background colour to display on the LCD module under the Logo

Enable Logo*

Enable/Disable the Logo display in standby

* Functions only available on updated versions of the audio/video module (art. 41006.1)

Press SAVE to confirm the changes or CANCEL to abort.
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5.5.2.2 EDITING THE CONFIGURATION OF AN INDOOR DEVICE

The window used to edit the configuration of an indoor device is shown below:

5% Edit device settings *

Edit configuration for device:  00:c0:08:2cd0:33 1P address: ‘ 10 H 0 H 0 H 4 ‘

Location

D Master device

Building [om - Building? M l
Stair l{}m - Stair1 v I
Flat lOOE - Flat2 v I

Default actions

2) Taik Button: [PE55001 v ] O Key Button: | PE55001 actuator AV v ]
Default entrance: | PES5001 b I

Personal information

Primary name: ‘ Flat2 ‘

Secondary name: ‘ ‘

Maore information: ‘ ‘

COPY CURRENT COMFIGURATION

ADVAMNCED COMNFIGURATION CCTV AND ACTUATORS CAMNCEL SAVE

In this window, the user can:
. Modify the IP address
. Modify the position of the device within the system (Building/Stair/Apartment)
. Set whether the device is the Master device of the apartment
NOTE: Only 1 device (indoor device) in an apartment can and must be the Master indoor device.
. Assign the indoor device's default actions, which can be activated using the soft touch keys:
o Talk button: sets the entrance panel on which auto-start takes place
o Key button: sets the procedure to be activated when the "key" key is pressed (e.g. opening of the gate)

o Default entrance: indicates the default entrance when using a lift interface where the lift will be sent to pick-up a guest. If the indoor
device is not managed by a lift interface, this option may remain empty.

o Add or update the device's personal information in the Personal Information box
o  Primary name: Name of the apartment
o Secondary name: Secondary name of the apartment (e.g. wife's name and surname)
o  More information: Additional details
. Copy the current configuration to:
o  All devices
o All the devices belonging to the building
o  All the devices belonging to the stair
o  All the devices belonging to the apartment
When copying the current configuration, all the Default actions are copied according to the selected mode.

e Access the CCTV AND ACTUATORS section, where the CCTVs and system actuators the apartment is able to use can be enabled.
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. Access the advanced configuration window as shown below:

VIMAR

£ Edit device settings [
Edit advanced configuration for device:  00:c0:08:8d:84:0f
Device settings
Language: lItaIl'an v ] =
Time mode: lAutomatic h I
il Date format: lMMfDD,fYWY v ]
Time format: l24H v I
Timezone: lEuropefRome v I
Key sound: lOff v ]
Key brightness: l?s v ]
|
LCD brightness: l?S v ]
| Custom actions
| @[- M| v)
| B[ M| v)
| @[ M| v)
@1 M| v]
CANCEL SAVE
i
In the advanced configuration window, the following settings can be edited:
Language Graphic interface language
Time mode . AUTOMATIC: The time is synchronised with the system
. MANUAL: the user can set the time in manual mode
Date format Date format setting
Time format Time format setting
Timezone Time zone setting
Key sound Activates/deactivates the sound when a key is pressed

Key brightness Sets the key brightness level

LCD brightness Sets the display brightness level

LCD timeout

Timeout in seconds after which the display switches to standby mode

Out ringtone

Choice of ringtone for calls from an entrance panel

Reception ringtone

Choice of ringtone for calls from the reception switchboard

Apartment ringtone

Choice of ringtone for calls from a apartment

Intercom ringtone

Choice of ringtone for calls from internal units within the apartment

Doorbell ringtone

Choice of ringtone for the doorbell of the apartment

Ring volume

Ringtone volume

Speaker volume

Speaker volume during calls

Key sound volume

Volume of the sound when a key is pressed

Terminate on key

Activation(ON)/Deactivation(OFF, Default) of the option which terminates the current call when the
door is opened by pressing the ‘Key' key

AM timeout

Timeout for tripping of the answering machine
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Wifi mode Setting of wifi operating mode:
. OFF: wifi disabled (default)
*  AP: AP mode
. STA: STATION mode
DND mode Activation/Deactivation of the DND function
Voice mail Activation/deactivation of the videorecording function
Gui theme Choice of the GUI graphic theme, between DARK (default) and LIGHT
Standby key light Activation/Deactivation of the light in the soft touch keys when the device is in standby mode
Distributed FP Activation/Deactivation of the function that notifies all the apartment indoor devices of the FP event
FP - Notification Message Message displayed on the indoor device about the FP event

And in the Custom actions panel the user can set up to 4 favourite actions, chosen from:

. CALL: call a device in the system
. ACTUATOR: operate an actuator
. TTCV: display the security CCTV

When the action required is selected, the relative list of devices will automatically be made in the drop-down menu on the left (Favourites Menu).

To activate the changes, press SAVE; otherwise, press CANCEL.
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5.5.2.3 EDITING THE CONFIGURATION OF A VIDEO GW RISERLESS DEVICE

Video GW Riserless devices (art. 40165) are always displayed in the “Common area” of the system.

The edit screen for a Video GW Riserless device looks like this:

5% Edit device settings X

Edit configuration for device: fcbo9c60:64:f2 1P address: | 10 H 0 H 0 H 5 }

Personal infarmation

Master device

Name | Video GW Riserless 1

ETH1 Configuration

O DHCP:
E | i i i

Subnet mask: ‘ 255 H 255 H 255 H o

coenr | I I I

DMS Server 1: ‘ H H H

DNS Server 2: ‘ H H H

CANCEL SHVE

and allows the user to make changes with regard to:
. The name of the device
. The IP address

. The configuration of network interface ETH1.

The “Master device” flag is ticked for the device that, when connected to the Internet via interface ETH1, will connect the system to the Vimar Cloud for
remote maintenance.
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5.5.2.4 EDITING THE CONFIGURATION OF A VIRTUAL FLAT

The edit configuration window for a virtual flat looks like this:

ZE Edit device settings

Location

Master device

Edit configuration for device: fcbo8cs0:64:f2  IP address: | 10 H [} H 0

Building Iﬂm - Building

Stair IQH - Commaon

Flat IDCH - Virtual Flat1

Default actions

2 TalkButton: | Entry Panel

hd O Key Button: | Door lock

Personal information

Primary name: ‘ Virtual Flat1

Secondary name: ‘

More information: ‘

ADVANCED CONFIGURATION

COPY CURRENT CONFIGURATION

CCTV AND ACTUATORS CAMNCEL

SAVE

In this window, the user can:
Modify the IP address
Modify the position of the flat within the system (Building/Stair/Flat)

Assign default actions to the flat:

(o]

o

Talk Button: sets the entrance panel on which self-start takes place

Key Button: sets the procedure to be activated when the “key” button is pressed (e.g. open gate)

Add or update the personal information in the Personal Information box of the device:

[o]

(o]

(o]

Primary name: Name of the flat

Secondary name: Secondary name of the flat (e.g. wife's first and last name)

More information: Additional details

Copy the current configuration to:

(0]
(0]
(0]

(o]

All devices
All devices belonging to the building
All devices belonging to the stair

All devices belonging to the flat

VIMAR

Access the CCTV AND ACTUATORS section in order to enable the CCTVs and system actuators that the apartment is able to use.

Access the advanced configuration window as shown in the figure:

L= Edit device settings

Device settings

Edit advanced configuration for device:  fobco:3c60:64:f2

Alias:

Do Mot Disturb: loff

<

Group partner: l

<

CANCEL SAVE

In the advanced configuration window, the following settings can be edited:
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. Do Not Disturb: Activation/Deactivation of the DND function
. Alias: choose an additional description for the flat to be used by the remote management portal

. Group partner: create a call group between one physical flat and one virtual flat

Press SAVE to apply the changes, otherwise press CANCEL.

5.5.2.5 EDITING THE SETTINGS OF STANDALONE MODULES

The standalone device editing screen is as follows:

.

4= Edit standalone device settings |@7§3|w

Edit configuration for device: fcba9c00:10:29
Mame: ‘ Keyboard45002 }
IP address: ‘ 10 ” 10 H 0 ” 21 ‘
Managed by: lPESSUm h ]
Building l911 - default hd ]
Stair lgll - default h ]
Flat l——— v ]

| Brightness: llUU hd ] |
KeyPad timeout: ‘ 10 :

CAMCEL SAVE

and allows the user to make changes with regard to:
. The name of the device
e The IP address
o The entrance panel/Server which will control communications with the module
. The location of the device within the system (Building/Stair/Apartment)
o For article 41020 only, the backlighting brightness

. For article 41020 only, the timeout for entering a code
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5.5.2.6 Editing the settings of a lift interface

The window used to edit the configuration of a lift interface is shown below:

5% Edit standalone device settings

Edit configuration for device: befs:11:04:b9:f1 IP address: | 10 H [1] H 0 ” 7
Personal information

Name: LF45002

Managed by: lPE55001 h I

Building l911 - default v I

Stair l911 - default v I

Flat w
Relays configuration

Contacts: [Normally Open v
'Send to' timeout (s): ‘ 2 :
'Allow for' timeout [s]:‘ 180+ :
Rest APl configuration

Enable

Username ‘ Admin

Password ‘ Admin0o!

COPY CURRENT CONFIGURATION
CAMNCEL SAVE

In this window, the user can edit:
. The IP address
. The device name
. The entrance panel/server which will control communications with the module
. The location of the device within the system (Building/Stair/Apartment)
The user can set the relays configuration:

. The activation mode of the relays. It can be Normally Open (NO) or Normally Closed (NC)

VIMAR

. The elapsed time in seconds that the relay will remain active when sending the lift interface to the floor of a given device. Allowed range: [1 -

60] seconds. Defaults to 1 second.

. The elapsed time in seconds that the relay will remain active when allowing the location of a given device. Allowed range: [1 - 3600] seconds.

Defaults to 180 seconds.
The user can also configure the REST API:
Enable/Disable the service. When it is disabled, the below options are hidden. Defaults to disabled.
. Set the username necessary to access the REST API resources

. Set the password necessary to access the REST API resources

Press SAVE to confirm the changes or CANCEL to abort.
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5.5.3 CCTV SECTION

The CCTV section shows the closed-circuit TV cameras added to the system, as illustrated below:

Devices ~ CCTV-MVR  Lift Control

©)

Filter:

search by name

Name

Endpoint

Type

Playlists ‘

CCTV-200

rtsp://10.0.0.200:554/profile1 CCTV

CCTV-201

rtsp://10.0.0.201:554/profile1 CCTV

MNVR-1

rtsp://10.0.0.221:554/chid=1 CCTV

NVR-2

rtsp://10.0.0.221:554/chid=2 CCTV

MNVR-3

rtsp://10.0.0.220:554/chid=3 CCTV

Specifically, the following are shown for each camera:

Name: the customisable name of the camera

Endpoint: the string for connection to the camera

VIMAR

Cameras are accessed by direct polling described in the Endpoint string, in “protocol://address:port/profile” format. The user is able to edit:

Protocol: the network protocol

IP address: IP address assigned to the camera
Port: the connection port

User Name: username for authentication (optional)
Password: password for authentication (optional)

Profile: the resource to be reproduced in streaming by the camera

Profile Low. Res: the low resolution resource to be reproduced by the Mobile devices connected to the video intercom system

Name: the name of the camera

The user is also able to add and @ remove ® CCTV cameras and search for them by alphabetical filter.
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&% Edit device 7 x
Endpoint: rtsp://10.0.0.221:554/chid=1
Protocol: I RTSP b ]
IP address: l 10 ” o ” 0 ” 221 ]
Port: | 554 :
User Name: l ]
Password: I ]
Profile: l chid=1 ]
Profile Low Res.: l profilel ]
MName: I NVR-1 ]

CAMCEL SAVE
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5.5.4 ACTUATORS

In the video intercom system, actuators can be controlled by means of the relay modules included in the system. The devices through which actuators
can be controlled are:

* 41006 IP A/V Unit

. 41017 Transponder reader

* 41019 Keypad for A/V module
. 41020 Access control keypad
. 40636 1/0 Relay module

Select the Actuators function to display the following screen:

X B Configure Device Map Demo 1 ELVEX ©®
[pint ree -
Name ‘Dcvk:Name |Aduatm Emergency Exit | Emergency Name | Alert | Alert Owner | Lift Interface |
Nat
e ‘ me PE55001 AV I PES5001 ~

41020 - Access control keypad Keyboard45002

41017 - Transponder reader RFID45004

PES5001

[ctuators playiist ]

[Lit mterface ]

System  Discovery ~ Network  Licenses  DeviceMap  Switchboard  Ownership  Access Control  PushButtons  Call Codes  Summary Deploy Next

The menu on the left displays the devices through which the actuators shown on the right can be controlled. Select a device to display the associated actuators.

Click to access the settings of each actuator, where the following parameters can be regulated:
. Name: Actuator name
. Time: Time in milliseconds for which the relay contact must be made

. Icon: Icon to which the actuator refers:
o DOOR - actuator relates to doors or gates
0  LIGHT - actuator relates to lights

o  SWITCH - custom actuator (e.g. for irrigation)
Click SAVE to save the settings.

In addition, the video intercom system can be used to control Inputs (controlled by accessing the INPUTS function), by means of "contacts" included in
the following modules:

. Standalone modules:
o 41017 Transponder reader
0 41020 Access control keypad
o 40636 /0 Relay module
. Entrance panel modules:
o 41006 IP A/V Unit
o 41018 Display module
o 41019 Keypad
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o 41017 Transponder reader

VIMAR

X B Configure Device Map Impianto 2 ELvVEX ©®

Name ‘ Device Name | Actuator Emergency Exit | Emergency Name | Alert | Alert Owner | Lift controller

Type Mame
Rele45006 1 Rele45006 PES5001 actuator AV b4

41006 - 1P A7V Unit PESS001 Rele45006 12 Rele45006 v

41017 - Transponder reader RFID45004

41020 - Access control keypad Keyboard45005

40636 - 1/0 Relay module Reled5006

[actuators playlist ]

[uift controller )

System  Discovery  Network  Llicemses  DeviceMap  Switchboard ~ Ownership  Access Control  PushButons  Call Codes  Summary

Deplay

The parameters which can be set for these Input "contacts" are:

40

Name: Contact name
Actuator: Actuator to be operated in response to the event
Event on:

o  Opening: the module generates an event when the contact is opened

o Closing: the module generates an event when the contact is closed
Emergency exit: indicates whether the contact can be associated to an emergency exit
Emergency exit name: name of the emergency exit

Lift interface: indicates if the device has rules for the lift interface

Alert: indicates whether the contact can be associated with an Alert event

Alert Owner: indicates the sender of the alert - you can choose between 'System' (system alert) or one of the apartments in the system

Alert Message: alert message notified when the event associated with the contact is triggered

Switchboard notification: indicates whether the alert notification must be sent to the reception switchboards

Flat notification: indicates whether the alert notification must also be sent to the indoor devices of the apartment selected in the 'Alert Owner' field
(only available if 'Alert Owner' is set to the name of the apartment itself)

Lift interface configuration: The Send to row indicates the association of a lift interface relay to the actuator input where the lift is sent to pick-up a
user. The Allow for row indicates the association of a lift interface relay to a group where the lift is allowed to go.
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5 Edit Input X

Personal information

Name: | Rele45006 11| I

Event on: lclusing M I

Actuator configuration

Actuator: [PF_55001 actuator AV h I

Emergency exit configuration

Emergency exit: D

Emergency exit name: ‘ I

Alert configuration

Alert: D

Alert Owner: |S,stgm j

Alert Message:
Switchboards notification:
Flat notification:

Lift controller configuration

Commands | Lift interfaces 2 3 4 5 6 7 8 ) 10 1 12 13 14 15 16 Select all

wao e vJ 00000000000 OO0OO0ODO
s [wee 000D 00000000 ®OOOO0OO

1

CANCEL SAVE

NOTE: An Emergency Exit is an entrance (access point) capable of generating alerts if it is opened or closed. Events related to the Emergency Exits
can be viewed from the reception switchboard devices.
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5.5.5 ACTUATOR PLAYLIST

The system allows the creation of actuator playlists (for use from the reception switchboard only) to create groups including a set of actuators to be operated
in sequence. For example, it might be necessary to create a playlist to trigger a sequence of "Door opening" followed by "Path light on".

The actuator playlist screen is as shown below:

X Be. Configure Device Map Demo 1 ELVEX ©®
[Plant Tree ]
Name ‘ Device Name Time ‘ Managed by | Icon
[Actuamrs ]
Actuators Playlist Keyboard45002 actuator Keyboard45002 500  PES5001 SWITCH
Add playlist @ RFID45004 actuator RFID45004 500 PES5001 SWITCH
PE55001 500 PES5001 DOOR

PE55001 actuator AV

‘ Actuators Count

[uift interface |

System Discovery Network  Licenses Device Map Switchboard Ownership Access Control Push Buttons call Codes Summary Deploy

To add a playlist, select @ and assign a name to the playlist.

To fill the playlist, drag the actuator required into the playlist of choice.

Selecting a playlist displays the associated actuators: to return to display of the full list of actuators, click .
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5.5.6 Lift interface

In order to understand how the lift interface has to be configured it's strongly recommended to read the appendix dedicated to this functionality.

Each lift interface has 16 relays and the maximum number of lift interfaces in the system is 16, therefore the maximum number of relays is 256. The
number of managed groups may vary significantly according to the configuration, but in a typical configuration in which the building floors need permissions
to be accessed, it could serve up to 80 floors. Some configurations may require a larger number of relays.

The lift interface configuration assumes the following behavior:
Send the lift to the location of device A to pick-up a user; then allow it to reach the location of device B where the user will be taken.

This means that the lift is sent to pick-up a user by activating the relay that is wired to the lift's external panel in the floor where device A is located and
that the lift has the permission to access the final destination by activating a relay that is wired to the lift's internal panel.

This section describes the parameters that have to be configured organized in four tabs.

The Enable lift interface from Flats check-box enables the lift interface functionality that includes the indoor device and the legacy option for communicating
to third-party systems.

X Be. Configure Device Map Demo 1 ELVEX ©®
Plant Tree
{ ] Enable ift interface from Flats @ Check configuration
Actuators

Groups Sendto Allow for guest Allow for resident.
[actuators playlist |

, N P e clorr”

Lift Interface

o ‘

®®

Floor 5

Floor4

Floor 3 (swimming pool)

Fleor2

Floor 1

Restaurant

Ground floor

Public access

System  Discovery  Network  Licenses  DeviceMap  Switchboard  Ownership  Access Control  PushButtons  Call Codes  Summary  Deploy Next
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5.5.6.1 Groups

The purpose of creating groups is to include several devices that share some common characteristics, such as being located in a single floor, in a logical
unit that can be easily addressed.

A group can be composed of several devices that are located in a given floor. For example, if a building has 4 apartments in the third floor, the group that
can be called Floor 3 can be composed of the four indoor devices in the third floor.

A group can also be composed of a single device. For example, the entrance panel can be a group composed only of this device and could be called
Ground floor.

The device types within a group can be can be mix of indoor devices, entrance panels or porters.

The Groups tab in the previous image shows a list of the current groups.
To search for a specific group, enter the searched string in the Filter textbox and select .

To delete all groups select ® It can be also used to delete selected groups that were previously chosen.

To add a group, select ®:

Z% Edit group *

Name: | Public access|

Devices: | & Flatl
& Flat2
O PE55001

CAMNCEL SAVE

Enter the name of the group in the Name text field and select the desired devices that want to be part of the group in the Devices multi-select box. After
selecting Save, the new group will appear in the list of groups. Select Cancel to interrupt the operation.

If an indoor device is not managed by a lift interface, it can be left outside of any group.

Notice that these lift interface groups are not related to the access control groups.
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5.5.6.2 Send to

The Send to tab is used to associate a relay of the lift interface to a group where the lift is sent to pick-up a user. For example, if the lift interface’s relay
13 is wired to the lift's external panel in the ground floor and there is a group called Ground floor that includes the entrance panel, the check-box [Ground
floor, Relay 13] in the table is selected, so when the relay 13 is activated the lift will move to the entrance panel floor to pick-up the user.

Notice that if a device belongs to several groups that have a Send to check-box enabled, the lift could be sent to any of the selected locations causing
undesired behavior.

To search for a specific group, enter the desired string in the Filter textbox and select .

Since there can be more than one lift interface in the system, they can be filtered for all the groups at once by selecting the desired lift interface in the
drop down menu at the top right of the tab. Instead, if a specific lift interface wants to be filtered for a given group, use the second column of the table.

When a lift interface is selected in the second column, let's say LF45002, its relays are displayed in the following columns. If another lift interface is selected,
let's say LF45003, the relays of LF45002 are hidden and the ones belonging to LF45003 are displayed.

This means that each lift interface has its own set of relays that can be set and visualized by selecting the desired lift interface in this second column.

b | 6. Configure Device Map Demo 1 EvaX ©
{::::j } Enable lift interface from Flats @(he(kmnﬁgurat\'un
[Anuamrs P ] Groups end to Allow for guest Allow for resident
Groups. Lifts Interface | 1 2 3 4 5 6 7 8 9 10 " 12 13 14 15 16 ‘ Select all
= v@ O0OOO0OO0O0DO0DO0O0O0O0O0O0DO0O0DO0O0
Floors =: -0 M OO0OO0DO0OO0OO0OO0OO0OOOOODOaO
s O O MOOODOOOOOOOOOOODRO
Reors immingpest 15002 v |0 0 O o O e A o e e s [ i R (Y
=s O ODDOD®MOODODODDODOOOOOORDO
Foor s vJ0 00008 OO0OO0OO0OO0O0DO0DOODODO
s O O OOOO®OO0OOO0OO0OOO0OOO
Sround oce =2 +v0OODODODOO®OOO0OO00O0O0O0O0
=0 0OOO0ODOO0OO0DO0O0O0O0O0O0O0O0DO0O
System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons call Codes Summary Deploy Next
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5.5.6.3 Allow for guest

The Allow for guest tab is used to associate a relay of the lift interface to a group where the lift is allowed to go for a guest.

For example, if the lift interface’s relay 3 is wired to the third floor of the lift's internal panel and there is a group called Floor 3, the check-box [Floor 3, Relay
3] in the table is selected, so when an indoor device that belongs to the Floor 3 group wants to pick-up a guest, the relay 3 is activated giving permissions
to the lift to reach the third floor. The guest then presses the just enabled internal lift button.

Notice that if a device belongs to several groups that have at least one check-box enabled in the Allow for guest tab, the lift is allowed to access all the
selected locations.

To search for a specific group, enter the desired string in the Filter textbox and select .

Since there can be more than one lift interfaces in the system, they can be filtered for all the groups at once by selecting the desired lift interface in the drop
down menu at the top right of the tab. Instead, if a specific lift interface wants to be filtered for a given group, the second column of the table can be used.

X a 6. Configure Device Map Demo 1 ELvaX ©®
o ) 8 ot ©
rer e e O smatecs [~
Fioors wos 0 0D 0D0D0OO0ODOO0O®OOO0OOOOOO
Fioors s V0O OODODODODOO®MOOOOOOO
Floord wos 0 D000 O0OODOOO®OOO00OO0O
reeimmespe) e vJ0 0 O O O OO OO OO 0Oo0OooaQ
Fioar2 s vMDO DO ODODODODODODODODOD®OODOO
s V0O OODODOOOODOOODO® OROOd
Rt b v\DO D ODODODODODODDODODODODODODOGO
s VMO OODODOOOODODOOOOOOROaOd
Public access DDDDDDDDDDDDDDDDD
System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons Call Codes Summary Deploy Next

46 @



VIMAR

ELVOX Door entry
VIDEO DOOR IP MANAGER

5.5.6.4 Allow for resident
The Allow for me tab is used to associate a relay of the lift interface to a group where the lift is allowed to go for a resident.

For example, if the lift interface’s relays 6 and 7 are wired to the third floor, ground floor and parking floor, respectively, of the lift's internal panel and there
is a group called Floor 3, the check-boxes [Floor 3, Relay 6] and [Floor 3, Relay 7] in the table are selected, so when a resident of the third floor wants to
leave his apartment the relays 6 and 7 are activated giving permissions to the lift to reach the third floor, the ground floor and the parking floor.

Notice that if a device belongs to several groups that have at least one check-box enabled in the Allow for me tab, the lift is allowed to access all the
selected locations.

To search for a specific group, enter the desired string in the Filter textbox and select .

Since there can be more than one lift interfaces in the system, they can be filtered for all the groups at once by selecting the desired lift interface in the drop
down menu at the top right of the tab. Instead, if a specific lift interface wants to be filtered for a given group, the second column of the table can be used.

EvaX @

X Be Configure Device Map Demo 1

[P\ant‘rrae

[Actuamrs

[actuators playist

Lt nterface

]
]
|
]

Enable lift interface from Flats

Groups  Sendto  Allowfor guest

Allow for resident

Filter:

search by name

I®

@ Check configuration

Groups Lifts Interface | 1

™

[

=

@

=

=

©

5}

e

=

15

16 ‘Seleclall

Floor6

O

o |0
i |0
o |0
Floor3 (swimming pool) |:|
o |0
Floor 1 D
o |0
i |0
o |0

Floor5

Floord

8|00 00O

Floor2

8B 000 00

Restaurant

O ooboo|ojo|o
O ooboo|ojo|o
Oo/0Doo0 o ojo o

Ground floor

Public access

Oo/ojojoo 0o o0 o
Oo/ojojoo 0o o0 o
Oo/ojojoo 0o o0 o
Oo/ojojoo 0o o0 o
Oo/ojojoo 0o o0 o
Oo/ojojoo 0o o0 o
Oo/ojojoo 0o o0 o
Oo/ojojoo 0o o0 o
Oo/ojojoo 0o o0 o
Oo/ojojoo 0o o0 o
Oo/ojojooo0jo0 0 D0

O|0| oo
O|0| o
<]
<]
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Prev

During a call between an external panel and an indoor device and any button of the lift interface is pressed in the indoor device, the system activates the
relays associated to this indoor device that may also involve the entrance panel, such as when pressing the Entrance button, even if this entrance panel
does not belong to any group.
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5.6 SWITCHBOARD

This section provides a step-by-step description of creation of a reception switchboard and configuration of its operation.

5.6.1 ZONES

The program allows the creation of "control zones", meaning sets of devices to be controlled by the reception switchboard. By default there is just one
‘zone', identified by the ‘default’ label.

The screen is as follows:

X B 7. switchboard Impianto 5

@ Add Zone Filter: | search name ‘

Nome ‘Dwk o connt Location o || Type Ip Address ‘Locatlun ‘Name Zone
defautt 5 |'53 Comman Area B || 41017 - Transponder reader 10004  BOT1S911F-  RFD45002 default
¥ B Buildingl BOO1 Zona

. 40636 - 1/O Relay module 10007  BO11S9T1F-  Reled003 o

Zona Bianca 1 |_,— Common 5911 Bianca
40607 - TAB 75 10008  BOO1 S001FOOT Flat 1 Zona

Zona nera 1 ¥ staird seo1 - Rossa

L B Fiat1 Fo01 .

41006 - IP A/V Unit 10008  BS11S911F-  PESS001  default

Zona Rossa 3 AN Ui elau

. Zona

41006 - IP A/V Unit 100000 B9T1SIITF- PESS001 -

Zona

40607 - TAB 75 100.0.11  BOOT S001 FOO1 Flat 1
Rossa
Zona
40607 - TAB 75 100.0.12  BOO1 S001 FOO1 Flat 1
Rossa
[T\'me Slots
[Sww't(hbuards

[ Festivities

J
J
[Video Playlists } @ @

System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons call Codes Summary Deploy Mext

The existing zones appear on the left and the devices (always displayed in hierarchical order) on the right, with specific reference to their respective 'Zones'.

The installer is able to:

. Add a new zone by selecting @ and entering its name
. Associate devices to the zone, by dragging the device into the zone.

NOTE: To shift all the Indoor Devices in a given apartment into a 'zone', just drag one of them into the zone and the configuration software will
automatically add all the rest.

Select the CCTV function to access the list of security CCTVs. These cameras can also be associated to specific 'zones’ .
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5.6.2 SWITCHBOARDS

The Switchboards subsection, illustrated below, contains a list of the existing reception switchboards.

X B 7. switchboard Impianto 2
[Ztmes ]
Currently available Switchboards licenses: 0 Add Switchboard
[T\'me Slots. ]
Switchboards Name ‘ Zenes ‘ Backups ‘
Centralino 1 MA all Centralino 2
Centralino 2 MA all Centralino 1
[ Festivities ]
[Vidao Playlists ] < 4
System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons Call Codes Summary Deploy Next

The following commands are available:

Add switchboard @ for adding a new switchboard: this option is accessible if the relative licences have been registered (see LICENCES
section). No switchboard can be activated without a licence.

Edit for modifying an existing switchboard

As the screen below shows, the add and edit functions can be used to set:

49

Name: customisable name of the switchboard

IP Address: IP Address to be used for the switchboard. The PC used for the switchboard must be configured with the IP address set here.
Building: Building in which the switchboard is located

Zone: Zone in which the switchboard is located

Max VM: maximum number of video messages the reception switchboard is able to record. ~ NOTE: This number depends on the structure of
the system (with or without Server) and the number of locations set.

Auto: Entrance panel on which auto-start will take place by default

Gate: Default actuator controlled by the button provided (e.g. opening of the main gate)
Notes: Any notes

Mode:

o  Manual: the switchboard is able to modify its operating mode in real time. The zone(s) served by the switchboard must be selected
for this mode.

o Time Slots: The switchboard's operating mode is controlled by selecting the 'type of day' set in the Time Slots section for each day
of the week. Select for detailed display of the information regarding the relative 'type of day’.

Backup Switchboards: for entering the list of backups for each switchboard in the event of an operating failure. If the switchboard is missing
or fails to reply, the call is automatically forwarded to the backup switchboards in the order specified in the list.
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= Edit Switchboard g
Name: | Centralino 1 I Ip Address: | 10 H 0 H ] H 25 I
Building: lBuiIding1 v I Zone: lPiano Terra v ] Max VIVE:
Auto: IPE55001 v I Gate: l——— v l
Notes: | I

Mode Backup switchboards
@ Manual O Time Slots e @
Zones:
O Piano Terra @
O Piano 1 @
O default
O none
& all

CAMNCEL SAVE

NOTE: Zone selection is governed by the following rules:
o the ‘default’, ‘none’ and ‘all’ zone settings are mutually exclusive

o if a zone set in manual mode is selected, the default zone is also automatically included. (e.g. if 'Ground Floor’ is selected [see
screenshot] the switchboard will control all the devices in the 'Ground Floor' zone plus all the devices in the ‘default’ zone)
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5.6.3 TIME SLOTS

This screen displays the list of the time slots created by the installer. The commands available are the following:
. @ Add a new 'type of day’
. Edit an existing 'type of day’
. Display the information about the 'type of day' selected

. @ Remove the 'type of day' selected

If the type of day is added or edited, the following screen appears:

& Edit Time Slot

Name

‘ Giorno feriale

Switchboard

@ Select All @ Select None

Centralino 1 w I

Time Slots @
‘00:00 : ‘07:00 : all ~ I lOOO v I lAnswerl'ng Machine W ] ® 8
‘0?:00 o ‘18:30 IED W HONLINE_DA\-’ v HBusytone v ]@
‘18:30 : ‘24:00 : all v I lONLINE_NIGHT v I lAnswering Machine Vv ] @ -

CAMNCEL SAVE

The actions available in this screen are:
. Name: setting of the name of the 'type of day’
. Switchboard: choice of the switchboards to which the 'type of day' being created will apply
. Time Slots: setting of the time slots, operating mode and fallback actions if the switchboard does not answer.
Time slots are set using a drop-down menu where the user can:
. set the time slots (NOTE: they must cover the whole 24-hour period; undefined time intervals are not possible)
. specify the control zones which the switchboard controls during the specific time slot:
o  Default: 'common area' zone
o  All: all zones
o  XXXX: specific zone created previously + default zone
o None: no zone

. Selection of the switchboard operating mode:
o  ONLINE_DAY - All calls from outside are directed to the switchboard before passing to the apartment

0  ONLINE_NIGHT - All calls from outside are directed to their respective intended recipients. The switchboard can only be contacted
by calling it specifically.

o 00O (OUT OF OFFICE) - The switchboard is ‘out of office’. If a call arrives, a fallback action can be set, selected from the following
options:

. Busy tone - The caller hears the busy tone
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] Answering machine - The caller hears a recorded message

=  Vocal message > The call is transferred to the answering machine
. Removal of time slots (trash can icon) by two possible procedures:
o Merge up > The selected time slot is merged with the one above
o Merge down - The selected time slot is merged with the one below

To save the changes, press SAVE.
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5.6.4 PUBLIC HOLIDAYS

The "festivities" (public holidays) screen controls the operating mode used on specific public holidays or days when the switchboard is not in operation. It
implements Fallback Actions, used when the switchboard does not answer a call.

Public holidays are defined for each switchboard location by means of the "Switchboard" drop-down menu.

X B 7. switchboard Impianto 2
[Zunes ] - N
Switchboard: | Centralino 1 v ]
[T\'me Slots.
[Switchbuards ] @

Fallback Action ‘ ‘

1 January Answering Machine v @

Festivities Day

[Videu Playlists ]

System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons call Codes Summary Deploy Next

From this section, the user can:
. @ Add a new public holiday and the relative fallback action (busy tone, voice message or transfer to video answering machine)
. Copy a public holiday to another switchboard (or all the switchboards)

. @ Remove a public holiday
If the switchboard has been set in TIME SLOT mode, the editing window is slightly different:

X B 7. switchboard Impianto 2
[Znnes
Switchboard: | Centralino 1 v
[T\'me Slots
[Switchboards ] Add Festivity @
Festivities Day Type of Day ‘ ‘ ‘

®

[Videu Playlists

System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons call Codes Summary Deploy Next
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he screen includes a list of the public holidays added together with the relative Type of Day selected. In this screen, the user can:
. @ Add a new public holiday and the relative Type of day set in the Time Slots subsection
. Display the information about the type of day set
C Copy the public holiday to another switchboard (or all the switchboards)

. @ Remove the public holiday

In this case there is no need to set the fallback action during the public holiday, since it may vary within the time slots already set.

54 ®)



ELVOX Door entry
VIDEO DOOR IP MANAGER

5.6.5 VIDEO PLAYLISTS

VIMAR

The system allows the user to combine entrance panels or CCTV cameras in customised playlists, for easier monitoring by the switchboard. The playlists

described here can only be used from the 'reception switchboard' location.

The video playlist screen is as shown below:

X B 7.switchboard Bancooo
[ZDHES ] Devices v
(Time siots ] Fitter: | search name }
[switchboards ]
Name Building | Stair | Playlists
[ Festivities ]
Video Playlists PE55001 001 002  Playlist 1
PE55002 001 002
@ Add Playlist

Name

Playlist 1 default 1 @ @

Zone ‘ Devices Count

System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons call Codes

Summary Deploy

To add a playlist, select @ and assign a name and a zone to the playlist.
To fill the playlist, drag the entrance panel or CCTV camera required into the playlist of choice.

NOTE: only "single-type", playlists consisting of only entrance panels or only CCTV cameras, can be created.

Selecting a playlist displays the associated entrance panels (Devices function) or the cameras (CCTV function): to return to display of the complete list,

click .
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5.7 OWNERSHIP

As well as thesubdivision of devices into zones described in point , the video intercom system allows devices to be hierarchically grouped on the basis
of ownership. This function is intended for buildings which house more than one company or several departments of the same company (e.g. ‘Technical
Department’, ‘Accounts’, ‘Production’, etc...), meaning that it is useful to group the devices on the basis of ownership.

X Bs Ownership

Bancooo

VIMAR

Devices
@ Add Owner Filter: | search name }
Name ‘ Device Count Location D || Type Ip Address | Location ‘ Name Owner
defaut . |’§:I Common Area B911| | 411006 - 1P A/V Unit 42005  BOO1S001F-  PESS001 default
¥ B Buildingl B001
41006 - IP A/V Unit 42006  BOO1SOOLF-  PESS002 VIMAR
VIMAR 4 I-; Comman so11
¥ = stain so01 | 40607 - TAB 75 42007  BOO1S001FOOL Flatl default
I:Ba Flatl FOOL1 | 40607 - TAB 75 42008  BOO1S001F002 Flat2 VIMAR
B Fat2 F002
41020 - Access control keypad 42000  BOI1S911F-  Keyboardd5002 VIMAR
41017 - Transponder reader 420010 B911S911F-  RFID45003 default
40636 - /O Relay module 420011 B9IISOILF-  Releds004 VIMAR
41017 - Transponder reader 420012 BO11S911F-  RFD45005 default
< >
System Discovery Network  Licenses Device Map Switchboard Ownership  Access Control Push Buttons Call Codes Summary Deploy Next

As for subdivision by zones, the installer can create functional groups (the screenshot contains the 'default' group and the 'VIMAR' group) to which the

relevant devices can be assigned.

The 'reception switchboard' location uses these ownership groups to create a more structured System Phonebook.
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5.8 ACCESS CONTROL

This section is used to set the users enabled to access the building (through the entrances covered by the video intercom system) by entering a code or

swiping a card, and the relative time rules.

5.8.1 GROUPS

This section can be used manage the list of group rules to control system access.

X 9. Access Control Impianto EnvaX @

Filter: | search by name ‘ e Add Group

Name

Guest_Group

Users

Entrances

Holidays

Push Buttons Call Codes Summary Deploy Next

Ownership Access Control

Discovery ~ Network  Licenses  Device Map Switchboard

Prev System

In particular, users can:

. Add one or more groups ( @ “Add Group”)
. Modify existing groups ( @ )

. Remove one or more groups ( @ )

When creating/modifying a group, users can:
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VIMAR

2= Edit group

MName: | Swimming pool

Users: | User VIP
O User normal

Rules: ® @ Add Rule

Day From | To Entrance Actuator ‘liﬂlnterfate ‘

All days 0000 23:50 Keyboard43002  Keyboard43002

o
Entrance actuater

CANCEL SAVE

. Define/modify the name of a group
Add/remove one or more user to/from the group

Add/modify/remove the group access control rules

All users in the group will inherit the group rules.

Adding a rule lets users define the access on a specific day, in a specific time slot and for a specific entrance.

&% Edit Rule

Entrance: [Keyboardﬁﬂﬂz Entrance

3
Day of week: [AII days

From:

Tos

Actuators: Keyboard45002 actuator
0O PE55001 actuator AV
O RFID45004 actuator

Commands

Lifts Interface

1

2

3 4 5 & 7 8 9 10 1 12 13 14 15 16

Select all

wae w0 0 0®@O0O0000O0D0O0O0O0O0OO
s [wes v 0O OODDODDODODODODODODOMOE®O

CANCEL SAVE

o  Entrance: Entrance for which the user is enabled
o Day of week: Day of the week for which the rule applies

o) From - To: Time slot for which the rule applies
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o  Actuators: Actuators to be activated when the user accesses the building

o Lift interface configuration: The Send to row indicates the association of a lift interface relay to the group that in turn is associated to
the access control system where the lift is sent to pick-up a user. Likewise, the Allow for row indicates the association of a lift interface
relay to a group that in turn is associated to the access control system where the lift is allowed to go.
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5.8.2 USERS

As shown below, the “Users” section contains the list of registered users and the relative data (the Card UID and Key Code). Up to 500 users can be
entered in this section unless the system includes a system Server; in this case, the section will not be accessible using the configuration software, but can
be controlled (even after system configuration) by means of the ACI (Access Control Interface) service or from the "View Vimar Portal” for remote system
management (only if the system has article 40165).

X 9. Access Control Impianto EnvaX @
Filter: ‘ search by name I e Export to €SV Import from €SV Add User
Name Card UID Key Code
Mario Rossi 45042713d2a26f80 1234
Giuseppe Verdi 45041217d2a26[80 4321
Donatella Bianchi 45042467d2a26f80 1111
Francesca Verdi 4504216bd2a2680 2222

Holidays

System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons Call Codes summary Deploy Next

In particular, users can:

e Addusers @ and/or modify them and compile the following fields:
o  Name: name of the user
o Card UID: ID number of the card assigned to the user
o KeyCode: code to be entered on the keypad

. Add/remove a user to/from an existing group

. Define dedicated user access control rules

. Display the rules inherited from the groups to which the user belongs

o Import the user table from a .CSV file

Example of a .CSV file:
USERS; CARD; CODE
User 1;031C8498B6000000;1111

User 2;03BC8294B6000000;2222
User 3;03FC6D98B6000000;3333

. Remove ® the selected users or all the users in the list
. Export the user table to a .CSV file

The card’s ID number can be entered by typing it in the field provided, or can be acquired directly from the card. To do this, a transponder reader device,
article 41017, must be connected to the PC used for the VDIPM by means of a USB cable. The message Transponder ready appears in the Edit User

window. When a card is swiped over the reader, the Card UID field is compiled automatically.

60 &)



ELVOX Door entry
VIDEO DOOR IP MANAGER

VIMAR

&% Edit user

MName: | Resident 1

Card UID: | 03CCB89BE6000000

Key Code: | 111

Groups: O Access group 1

E Access group 2

B Access group parking

B Acess group ground floor

® @ Add Rule

All days 00:00 23:59 RFID43004 Entrance -

Rules:
Day | From | To Entrance |Aduatul |I.|ﬂ interface |
Inherited Rules:
Day From | To Entrance | Actuator | Lift interface |
All days 00:00 23:3% Keyboard43005 Entrance -- s

o

All days 00:00 23:59 Keyboard45005 Entrance --

All days 00:00 23:38 RFID43004 Entrance --

All days 0000 23:38 RFID43004 Entrance -

Transponder not ready or not connected

CAMCEL SAVE

Note: the transponder Reader must only be connected to the PC. If no readers are connected, the message Transponder not ready or not connected will

appear in the Edit User window.
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5.8.3 ENTRANCES

Selecting the “Entrances” function opens the list of the access points covered by the access control system, as shown below:

X B 9. Access Control

Bancooo
Filter: | search by name ‘
Name GID | Device Name |
PESS002 Entrance 55002 PES5002
Keyboard45002 Entrance 45002 Keyboardd5002
RFID45003 Entrance 45003 RFID45003
RFID45005 Entrance 45005 RFID45005
System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons Call Codes summary Deploy Next

The symbolic name of each entrance can be edited.

NOTE: As well as the symbolic name, the GID (the code of the device responsible for the entrance) is also displayed. An entrance is not necessarily an

actual door or access point but may also identify the device (transponder reader or number keypad) on which an action has taken place (swiping of a card
or typing of a key code).

5.8.4 PUBLIC HOLIDAYS

This section ("Festivities"), displays the list of all the Sundays and public holidays set in the system; public holidays can also be added or removed.
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5.9 DOORBELLS

This section controls the configuration of the push button panels incorporated in the system's entrance panels.

X B 10. Doorbells Impianto 1

Location
1- AV Module

B911 5911

PE55001 BO11 5911 [ | |

< >

System Discovery ~ Network  Llicenses  Device Map Switchboard Ownership  Access Control Push Buttons  Call Codes Summary Deploy Next

The entrance panels and their respective locations appear on the right, while the map on the right represents the constituent modules of the selected
entrance panel. The module locations are purely guideline and the installer can modify them by means of a Drag&Drop, for the sole purpose of ensuring
that the map actually represents the configuration created during installation of the entrance panel.

The user may:
o Select one or more panels to be associated to a specific action.

NOTE: to select more than one panel, proceed from the top downwards and from left to right (clockwise). If this order is not complied with, the
selections will be cancelled.

o Add an association by clicking @ This will open a window in which a drop-down menu can be used to choose whether to associate a call to
a apartment or a switchboard, or activation of an actuator, to a press on the button. Select SAVE to save the changes made.

. Modify the association after selecting the relevant boxes.

NOTE: it is sufficient to select a single type of associated box; the other boxes of the same type will automatically be included in the selection

. Delete @ the association
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5.10 CALL CODES

The system automatically assigns a call code to each apartment, entrance panel and switchboard (Automatic Coding mode). Alternatively, the installer
can choose the Manual or Topological Coding modes

X 11. Call Codes Impianto 1 (Read only) ELVaX ®
Coding Number of digits (for Flats) B: [1 Vst ME v ]
Filter: [ search by name |

Name ‘Type ‘Locallon ‘Call(lodes "‘A
Appartamento B1 40607 -TAB7S ~ BOO2 SO0LFOOL 211
Appartamento B2 40607 - TAB 7S B002 S001 FOO2 212
Appartamento B3 40607 -TAB7S ~ BOO2 SO0LFO03 213
Appartamento B4 40607 - TAB 7S B002 S001 FOO4 214
Appartamento C1 40607 - TAB 7S B003 S001 FOO1 311
Appartamento C2 40607 -TAB7S ~ BOO3 S001F002 312
Appartamento C3 40607 - TAB 7S B003 S001 FOO3 313
Appartamento C4 40607 -TAB7S ~ BOO3 SO0LFO04 314
Appartamento D1 40607 - TAB 7S B004 S001 FOO1 411
Appartamento D2 40607 -TAB7S ~ BOO4 SOOLFO02 412
Appartamento D3 40607 - TAB 7S B004 S001 FOO3 413
Appartamento D4 40607 -TAB7S ~ BOO4 SOOLFO04 414
Appartamento E1 40607 - TAB 7S B0OO5 S001 FOO1 511
Appartamento E2 40607 - TAB 7S B0OO5 S001 FOO2 512

o A 7__TAD 7 .1.Y.13 1 CAAD 43 ~

System Discovery Network Licenses Device Map Switchboard Ownership Access Control push Buttons Call Codes Summary Deploy Next

Manual Coding: the Call Codes field can be edited for each line of the table (apartments, panels, switchboards). The installer can enter any code
provided it is unique. The Check button checks that the codes are unique, signalling any errors.

Topological Coding: each apartment, panel and switchboard is automatically assigned a call code on the basis of the system topology. The installer
can choose the number of digits to use for each topological element: building (B), stair (S), apartment (F).
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5.11 SUMMARY

This section comprises a screen providing an overview of the settings made in the previous phases.

X B 11. summary

Configured Steps

Impianto 1

System Parameters

MNetwork: 10.0.0.0/24
Mapped 9 devices
Configured 2 switchboards

Mo owner created

[ I < <<

Configured 2 doorbells

System Discovery Network  Licenses Device Map Switchboard

Prev

Ownership

System Virtual IP | 10003

Admin IP | 10002

Web plugin version | 1.0.13-20-gd752c00

VL plugin version | 1.0.0 Goldeneye

Phonebook version | 8
Phonebook schema version | 1
Access control service
Videorecording service

CCTV service

oo

Emergency exit

Access Control Push Buttons

Call Codes

Summary

Deploy

VIMAR

The Configured Steps box contains the steps configured, which comprise:

. The range of networks configured

. The number of devices mapped

. The number of switchboards configured

o The number of Ownership groups created

. The number of entrance panels configured

The right side of the screen contains information about configuration of the system parameters:

. System Virtual IP: virtual IP address configured in the system
. Admin IP: IP address of the installer workstation
. Web plugin version

¢ VLC plugin version

. Phonebook version: version of the phonebook currently in the system

. Phonebook schema version

o Access control service: indicates whether or not the access control service is present

. Access control service: indicates whether or not the videorecording service is present for the switchboards

. CCTV service: indicates whether or not the CCTV security service is present

. Emergency exit: indicates whether or not the entrance control function is present

The user can go back (Prev) to change the settings or continue to the Deploy step by selecting Next.
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5.12DEPLOY

In the final, Deploy, section, the configurations made in the previous steps are transferred to the video intercom service to render it operational. This final
step is illustrated below:

X A 2 Deploy Impianto 2
Online
Location ‘ Device count | ID ‘ Name ‘ Mac Address Ip Address | Deploy System DB | Deploy Settings DE | Remove Maintenance Flag | Status Deployed | Rebooted | Checked
|'53' Common Area 3 BN RFID45002  00:00:00:00:00:6¢ 10.0.0.4 Operative v v v
¥ B3 Buildingl 1 BOO1
LIC45001 00:00:00:00:00:6d 10.0.0.5 Operative v v v
|_—; Common o s911
v = suin 5 001 Flat 1 00:c0:08:8b:93:18 10.0.0.6 Operative v v v
B Appartamento 1 1 Fool Flat 1 00:c0:08:8b:93:24 10.0.0.7 Operative v v v
¥ B Building2 3 < L4

B00Z w
Device RFID45002 (00:00:00:00:00:6c)... IP: 10.0.0.4... Remove maintenance command sended
Device LIC45001 (00:00:00:00:00:6d)... IP: 10.0.0.5... Remove maintenance command sended
)... IP: 10.0.0.6... Remove maintenance command sended
Device Flat 1 (00:¢0:08:8b:93:24), : 10. Remove maintenance command sended
Device PES5001 (00:c0:08:3c:5f:e¢)... IP: 10.0.0.8... Remove maintenance command sended
Device Flat 1 (00:c0:08:8Gd0:BS)... IP: 10.0.0.10... Remove maintenance command sended

Out of maintenance sended to & devices
Device RFID45002 (00:00:00:00:00:6c)... IP: 10.0.04... Maintenance removed.

Device LIC45001 IP: 10.0.0.5... € removed.

Device Flat 1 {00:c0:08:8b:93:18)... IP: 10.0.0.6.. Deploy failed. Retrying... Maintenance removed.
Device Flat 1 (00: .0.0.7... Maintenance removed.

Device PES5001 | 0.0.08... Maintenance removed.

Device Flat 1 (00:c0:08:3¢.d0:85)... IP: 10.0.0.10... Maintenance removed.

& devices are out of maintenance ~

Deploy D Step-by-Step
System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons call Codes Summary Deploy D

The hierarchical map of the system appears in the left of the screen.

The right panel contains the word ONLINE or OFFLINE to indicate the editing mode being used, and the list of devices with the following details:

Name: Name of the devices
Mac Address: MAC address of the device
IP Address: IP address to be assigned to the device

Deploy System DB: Option which enables or disables updating of the system databases (e.g. phone book, time slots and access control) on
the chosen device

Deploy Settings DB: Option which enables or disables updating of the device settings database

Remove Maintenance Flag: Option for removing or maintaining the maintenance flag on the device after the Deploy step
Status: Current status of the device

Deployed: Indicates whether database deployment has been successfully concluded for the specific device

Rebooted: Indicates whether the reboot has been successfully concluded for the specific device

Checked: Indicates whether the checking phase has been successfully concluded for the specific device; in this phase, the system checks that
the device's IP address is the same as the one set, displayed in the "IP Address" column

After setting the above parameters, select Deploy to start the deployment phase. The Step-by-Step option can be selected to subdivide the deployment
phase into steps, allowing the procedure to be carried out in step-by-step mode, with confirmation from the user for each step.

The phases in the Deployment procedure can be summarised as follows:

1)
2)
3)
4)
5)

Sending of the databases to the various devices in accordance with the options chosen; completion is indicated in the Deployed column
Sending of the reboot command to the devices, indicated in the Rebooted column

Wait of about 2 minutes to allow the devices to reboot

Checking of the IP address of each device, indicated in the Checked column

Removal of the Maintenance flag, if requested by the user, to switch from non-operational to operational configuration

The progress of the Deployment phase is shown in real time in the box in the bottom of the screen.

When the update is complete, the installer is asked whether or not he wishes to configure the system date and time.

NOTE: On completion of the Deployment phase, the project must be shut down and then reopened in 'Editing Online’ mode to allow changes and additional
Deployments.
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5.12.1 DEPLOY OFFLINE

The Deployment settings cannot be deployed in editing offline mode, since there is no connection to the video intercom system. To proceed with the

Deployment, the user must click @ next to the OFFLINE label and confirm synchronisation of the system with the settings entered by the software. After
synchronisation, the Deployment phase can be activated.

NOTE: If discrepancies are detected during synchronisation, the configuration software may offer the synchronisation wizard (see point 4.2.5.1).
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6 ACCESS CONTROL USER LIST

Select the New Access Control User List option from the Add menu (<icon> button in menu bar, point 4.4.1).

&5 Acquire Cards

search by name

Filter:

)

s

@ ® Export to CSV @ Import from CSV @ Add User

Name | Card UID | Key Code

£% Edit user

Name: |

Card UID: |

Key Code: |

Transponder not ready or not connected

CANCEL SAVE

VIMAR

A user database (names, card IUDs, key codes) can be entered without first creating a project. The database can be saved on file (Export to CSV) and
then imported for supplementation/editing, even in a system project.

In particular, users can:

. Add and/or modify users and fill in the following fields:

o) Name: name of the user

o Card UID: ID number of the card assigned to the user

o KeyCode: code to be entered on the keypad

. Import the user table from a .CSV file

Example of a .CSV file:
USERS;CARD;CODE

User 1;031C8498B6000000;1111
User 2;03BC8294B6000000;2222
User 3;03FC6D98B6000000;3333

. Export the user table to a .CSV file

. Remove the selected users or all users in the list
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7 TROUBLESHOOTING

VIMAR

The following is a summary of some problems or errors which might emerge with use of the program, and how to resolve them.

tick from the IP address

address, subnet mask, gateway,
ADMIN in advance IP or VIP)

SECTION PROBLEM CAUSE SOLUTION
It is not possible to proceed to the . . .
configuration sections of the indivi- The settings on the page might not Complete the settings and select
dual project be complete Next.
GENERAL SETTINGS - - - -
Error: “Plant must be in mainte- The system to be edited in offline .
L . . . g " Return the system to Maintenance
nance to view its configuration mode is actually in "Configured )
o or Not Configured mode.
offline state.
The IP address is associated to a Edit the address in manual mode
NETWORK Impossible to remove the Reserved | particular configuration address (IP | from the System Configuration box.

The tick will then be removed from
the column automatically.

MAP OF DEVICES

Some devices in the list are marked
in red or yellow and it is not possible
to proceed with configuration.

The devices marked in red have not
yet been assigned to a location

Assign the device to a location by
dragging it into the left-hand menu

The screen shows the alert: “Error

Check that article 40638 is con-

one box on the entrance panel

complied with

LICENCES during the communication with the | Licence server communication error
. " nected to the system correctly
License Server!
Error: “Cannot save a type of day ATlme Slot cannot be a_ddeq unless Click the Switchboard function and
; . R a switchboard to associate it to has .
that is not linked to a Centralino ) add a switchboard
been created first
Error: “There are no type of day . " .
associated to this switchboard. Time | No Time Slots have yet been set Access tgi dgggtglgfe function
SWITCHBOARD slots mode cannot be set”
It is not possible to add a switch- The necessary licences are not Return to the Licences section and
board present enable a licence
Error: “Cannot insert CCTV ona | The playlist consists of a combinati- Playll§ts must be "single-type",
. o, consisting of only entrance panels
playlist of devices on of entrance panels
or only CCTV cameras.
. . . To select more than one box, pro-
DOORBELLS It is not possible to select more than | The selection order has not been ceed from the top downwards and

from left to right (clockwise).

If you need to reset the factory settings of a previously configured TAB 7S IP device (40607), enter into device Settings menu, System, and select Factory
Reset. The password required to confirm the reset is: 0X2A.
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8 Appendix
In order to easily configure a lift interface, assume always the following behavior:
Send the lift to the location of device A to pick-up a user; then allow it to reach the location of device B where the user will be taken.

In the first part of the sentence the lift is sent to pick-up a user by activating the relay that is wired to the lift's external panel in the floor where device A
is located; while the second part of the sentence means that the lift has the permission to access the final destination by activating a relay that is wired
to the lift’s internal panel.

Notice that there can be several final destinations and therefore several relays that are wired to the lift's internal panel can be activated simultaneously.

The following examples that can clarify the above behavior assume the wiring of the next diagram in which the lift interface relays 1-7 are wired to the lift's
internal panel and the relays 8-14 are wired to the lift's external panels:

Physical wiring

Internal lift
panel
Swimming pool
b@ Floor 4
Lift >® Floor 3
controller
1 @ Floor 2
2 @ Floor 1
3
4 >© Ground floor
5 .
—'*{:} Parking
6
7
Floor swimming
9 . pool
10
11 . Floor 4
12
13
14 +— —»E Floor 3
15
16 —»E Floor 2
#. Floor 1
4>E Floor Targa 1
40E Floor Parking 1

External lift
panels
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8.1 Example 1

Aresident that lives in apartment 301 at the third floor calls the lift from his indoor device for going out of the building. Once he gets in the lift, he can go to
the entrance panel floor or to the parking floor.

When the resident calls the lift from his indoor device, named Flat3, the relay 10 that is activated sends the lift to the third floor and the relays 6 and 7 that
are also activated allows him to go to the entrance panel and parking floors, respectively.

The configuration for obtaining this behavior is the following:

In the Groups tab inside the Devices Map — Lift interface section, create the group Floor 3 that contains the indoor device Flat3. The below image shows
the creation of the Floor 3 group with the indoor device Flat3 as its only element:

2% Edit group x

Mame: Floor 3

Devices; | Flat2
B Flat2
O PESS001

CAMCEL SAVE

In the next tab, Send to, set the check-box [Floor 3, relay 10]. This will send the lift to the floor of the indoor device Flat3:

X Bes Configure Device Map Impianto 2 ELvaX @

l Plant Tree ]

Enable lift nterface from Flats

[Aduaturs

Groups = Sendto  Allowforguest  Allow for residant

lA:tuators Playlist ]

e e O O 0 O O O 0 O
el v 0 OO OO DDODOOODO®ODODOO
et e 0 0 0O 0OOD0ODOOOOCDO®®O0O00O0DO
2 e v0 000D OO OO0OD®O00O00D0OAO
e e 0 O O O O O O [ T I R I R e A R
g oz 0 0 O OO0 DOO0OO0ODOOO®®O OO
e lwee vJ0 0 00O O0ODDDODDOODODOODOOOO

System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons Call Codes Summary Deploy Next

Finally, in the Allow for me tab, set the check-boxes [Floor 3, relays 6] and [Floor 3, relay 7]. This will allow the lift to go to the location of the main entrance
panel (the ground floor) and to the location of the secondary entrance panel (the parking floor). Any other location will not be available.
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X Bes Configure Device Map Impianto 2 ETvEaX ©®

[P\ant Tree ]

Enable lift interface from Flats

[Actuatnrs

Groups  Sendto  Allowforguest  Allow for resident

[Actuaturs Playlist

Filter: | search by name ‘ Lift interface:
Lift interface
7

el 0 0O 0 OO0 DO0ODODODOOOODODDODOOO
e e V@ 0 00O M 800000000003
ez 502 vJ0 @ O O 0 M 8 O 0000O0DO0O0OdOAO
Foord (s v |0 O & o O o O o s s O o R
mm(esoe V0 0000 O0O0OOODODOODOOODRO
e lwoe 00 00D O0OO0OOO0OOODOO0OOOdODO

System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons call Codes Summary Deploy Next

Notice that the Allow for me tab is used to give permissions to the residents only.
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8.2 Example 2

A guest arrives and enters the calling code for the apartment 301 at the third floor where the resident lives. The resident answers and calls the lift from
his indoor device. The lift goes down to the entrance panel floor to pick-up the guest. Once the guest is inside the lift, he can only activate the third floor,
other floors will not be available.

When the resident calls the lift from this indoor device, named Flat3, to pick-up the guest, the relay 13 that is activated sends the lift to the entrance panel
floor and the relay 3 that is also activated allows the guest to reach only the third floor.

The configuration for obtaining this behavior is the following:

In the Groups tab inside the Devices Map — Lift interface section, create the group called Floor 3 that contains the indoor device Flat3. The below image
shows the creation of the Floor 3 group with the indoor device Flat3 as its only element:

2% Edit group x

Mame: Floor 3

Devices; | Flat2
B Flat2
O PESS001

CAMCEL SAVE
In the next tab, Send to, set the check-box in row [Ground floor, relay 13]. This will send the lift to the floor of the entrance panel device:

X Bes Configure Device Map Impianto 2 ELvaX @

l Plant Tree ]

Enable lift nterface from Flats

[Aduaturs

Groups = Sendto  Allowforguest  Allow for residant

lA:tuators Playlist ]

Filter:
Lift interface

Groups

search by name

Lift interface:

16 |Scledal|

2 3 4 5 6

Lift interface |1
o [ <0
et [ <0
s [ )0
Floor 3 |:|
Parking |:|
oo o |00

©
o
=
]
@
=
o

O

O
a8

8 0O 0O 0O
<]

O oo

DDDDDD‘Q

O o0o/o/oojo
O o000/ ojo
O 000 oo
O 000 oo
O o0 /o oo
O 0O0o/oojo
O 0O0o/oojo
O 0O

O 0/o0o|0o

O o0 /o oo
O oo /oojo
O 0o oo

System Discovery Network Licenses Device Map Switchboard Ownership Access Control Push Buttons Call Codes Summary Deploy Next

Finally, in the Allow for guest tab, set the check-box [Floor 3, relay 3]. This will allow the lift to go to the third floor where the device Flat3 resides . Any
other floor will not be available.
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X Bs Configure Device Map

[Plant Tree

)

[Aduaturs

[Acluators Playlist

)

Lift interface

Prev

System

Discovery

Network

Licenses

Enable lift intertace from Flats

Impianto 2

VIMAR

Fiter: | ssarch by name [O) Ut itertace:
il v O 0 OO DO DDODOOODODOGDOOO
e eme 8@ 0 00O OOODOOODOODOOQOOO
e o v M 000 DDOOOOODODDODOOOOOAO
Foors [Lrason2 v | E 0O0O0OO0OO0ODO0OO0OO0OD0ODO0ODOO0ODO0OaO
g ez ~ 10 O OO ODOODOOODOOODOOQOOO
el 0000 O0OODOOO0OODOOOODOO
DeiceMap  Swichboard  Ownership  Access Conrol  PushButons  CallCodes  Summary  Deploy et

Notice that the Allow for guest tab is used to give permissions to the guests only.
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8.3 Example 3

A hotel guest has a magnetic card for entering his room in the third floor. The card also allows him, when swiped inside the lift's card reader, to go to his
floor in the case that he is entering the hotel or to go to any public floor in the case he wants to exit the hotel by foot through the reception in the ground
floor or by car in the parking floor or in the case he wants to go to the swimming pool. The card doesn’t give permissions to reach any other place.

The guest always calls the lift by pressing an external lift panel button at any floor. Once the guest is inside the lift and swipes the card, the relays 3, 5, 6
and 7 that are activated allows him to go to his floor, the swimming pool, the reception or the parking , respectively.

The configuration for obtaining this behavior is the following:

In the Access Control menu, create the group Hotel guests that includes the users Room 1 and Room 2 that were previously created as well as the
Keyboard45005 Lift device that is a card reader:

5% Edit group X

MName: | Hotel guests

Users: | @ Room 101
& Room 102

Rules: ® @ Add Rule

Day From | To Entrance Actuator |l'rl'l interface ‘
All days 00:00 23:59 E‘;fbwddsws’ v

CAMCEL SAVE

Then, in the rules section at the bottom edit the rules for the Keyboard45005 Lift device.

The second row in the table at the bottom, called Allow, set the check-boxes of relays 3, 5, 6 and 7. This will allow the lift to go to the third floor, the swimming
pool, the reception and the parking. Any other floor will not be available.

5% Edit Rule

Entrance: l Keyboard45005 Lift v I

Day of week: lAII days

From: 00:00 .

To: 23:50 .

Actuators: 0O Keyboard43005 actuator
O PE55001 actuator AV

O Rele45006 actuator 1

O Rele45006 actuator 2

O RFID45004 actuator

Commands | Lift interfzce 1 2 3 4 5 & 7 8 9 10 11 12 13 14 15 16 Select all

swae. [woe v 000 O0O0O0O0O0O0O0O0O0O0O0OO
e e VD DM O ME®EO00000000O0O

CAMCEL SAVE
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8.4 Example 4

Two residents that live in apartment 201 at the second floor and in apartment 301 at the third floor call the lift from their indoor devices for going out of the
building at different moments. Once they get in the lift, they can go to the entrance panel floor or to the parking that are considered public floors.

The configuration for obtaining this behavior is the following:

Like in example 1, in the Groups tab inside the Devices Map — Lift interface section, create the groups Floor2 and Floor 3 that contain the indoor devices
Flat2 and Flat3, respectively. Again, like in example 1, enable the relays in the tab Send to that will pick-up the residents at their respective floors.

Now create a group called Public floors to which Flat2 and Flat3 belong to:

£5 Edit group >

Mame: | Public ﬂcmrﬁl

Devices; | @ Flat2
B Flat2

U PE55001

CAMCEL SAVE

Then in the Allow for resident tab, instead of setting the check-boxes in the Floor 2 and Floor 3 like in the previous examples, set the check-boxes [Public
floors, relays 6] and [Public floors, relay 7]. This will allow the lift to go to the location of the entrance panel floor and to the parking to all the devices that
belong to the Public floors group that in this case are Flat2 and Flat3. Any other location will not be available.

X B Configure Device Map Impianto 2 EvaX ©®

[P\ant Tree

] Enable lift interface from Flats.

lA:tuatﬂrs

Groups ~ Sendto  Allowforguest  Allow for resident

lAL‘tuaturs Playlist

Filter: ‘ search by name

e e OO 2 O O O
erles: 0 O 00O 0OODODODODOODOOOOOODO
wo w2 v 0 000 O0O0O0O0O0DO0O0OO0OOO
m2 ksoz 0 @ 00D 0D OO OODODDDOODOORODRO
ez ke vJO0 0 M 000 DOOOODODOOOOODOOd
g w2 v]0 0 0 0 0 0000000000000
f:?’éDDD“DDDDDDDD
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As can be seen, instead of giving access permission to each single group, in this case Floor2 and Floor3, that can be error-prone or cumbersome when
there are dozens of groups, with just one single group dedicated just to access permissions, in this case Public Floors, it is possible to give permissions
to several devices that belong to different groups.
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